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BHARAT ELECTROMICS

SIfew Jeg= i

Risk Management Policy

T a9 {ifHeS / BHARAT ELECTRONICS LIMITED
SHcERERE R / Risk Management Framework

1.0 sty weiger ifa #971 / Risk Management Policy Statement

1.1 9w zoaeifaeg forfiee (fSue) Foit F Few § gataq B o gafeag
STt &7 st i, qediiha e, Sl TTATHHAT OF FLd AT 370 TATT Hl
FH FA o [0 qaq &9 & TITE FHT|

Bharat Electronics Limited (BEL) will strive continuously to identify, evaluate,
prioritize and mitigate existing as well as potential risks related to the business of
the Company.

2.0 few  wegw F1 FEAET WX T /Scope and Objectives of Risk
Management

2.1 FTETE TGO & 20T, TAT F Fardt T TAT TRy Aaal § qreaa &l

&I § T@d g0 AU &l qaq &9 & STEAT FH FTHAT FHAT 21T 2|
BEL is continuously exposed to risks due to globalization of business environment,
fast changing technology and changes in government policies.

2.2 SIIT&H Jaee T 39T & - FOA1 F HRIGT &0 FT T FLA 2 ATAE Teqm § 2
STITAT 61 ATHTT FHA AT GHL TATET T TATA B & Ivg H7 FHAT ST Ho6

Risk Management (RM) objectives is to facilitate a common understanding of risks
at an early stage for effective mitigation to meet the Company’s business goals.

2.3 ATT=TRAT AT SUTAT &l FHOAT 0 AT FEA-TUTEAT § T €T F S &1 q

T SO
The mitigation measures identified shall be embedded suitably into the business
processes of the Company.
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3.0 Sifew wasw 98+l + &= / Areas for Risk Management Initiatives

3.1 Euer 7 =9 Hafaa et s et i st frar g —

BEL has identified the following major areas of risks related to:

(i) wrentERt / Technology

(i) =TT / Market

(i) 9t / Product

(iv) ®T=e "5ara+ / Human Resources

(v) fa=r/ Finance

(vi) =¥ / Enterprise

(vii) 9=t / Operations

(viii) smrerT e / Cyber Security

(ix) wFTELotT, ATHTOME 3fY Tag (SUHSH)
Environmental, Social and Governance (ESG)

(x) @r=x / Others

4.0 sifew wegw it FAUOTEt / Methodology for Risk Management

4.1 T off FOET o= § ST q9eT grar gl UH Sl h UgET, AT,
TTATHERAT T Tl € FATEAT e %0l ALTFRAT gIAT g ST [SATHST ATqh 3T AT Il
H e g 8| AT Ul (0 HTaq ®F & AT ¥ FIAT T AT IS TR
AT ggfaat & artaer FFu ST Y sraeTshar 2

Any business operation is susceptible to risks. The risks that emerge due to various
internal and external factors needs to be identified, evaluated, prioritized and managed.
Mitigation measures need to be finalized and incorporated in the business processes
and practices followed by the Company.

4.2 =HF AToh, AT FRERT IRaTsll § Tgel & T 0 TT THT U1 il GAT80dT 6
TATYA o oI a9 § U 7€ qUieAT 7 S

Further, the mitigation measures already incorporated in various business processes will
be reviewed once in a year, for verification of sufficiency.
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5.0 Sfew gegw it wfar / Risk Management Process

5.1 snfRrr yege (smuw) i FrEvoren
Methodology for Risk Management (RM)
g&ataqar / Introduction
ST Jage () TERAT Hl S120d Sl TOHIa® Jaed ToRAT & %g &g & &7 &
TEATET 1T gl T8 Fa< i fesmmefier wiwrar g e d@vrea &t Lot ofie 39 Lo+
FT FATAIAT ATHA AT gl AANE ST AT HILHT | SAd ATSUA o6 THT TR Al
AT FTd gU IS G ®F § THT SITEHT T gL HA
Risk Management (RM) process is identified as the central part of BEL's strategic
management process. It is a continuous and developing process, which
encompasses the organization’s strategy and implementation of that strategy. It will
address systematically all the risks, covering all functions of BEL arising out of
internal and external factors.

5.1.1 T Fwrfaa sifew & Pve & o Sifem weme gieen 8-

Risk Mitigation approaches to manage a potential risk are:

QT — fairT g1 i arfa a1 & forw 3 | i o arer STrfest sy e
Avoid: Avoid risks that involve a high probability impact for both financial loss and
damage.

AT — TH SITEH el 7 G910 § T3 ST g &= s9ma SR &1 qrer a1
AT FLd gU KA AT ST FHaAT g S AT @, ATAIRL FHIAT AT AT
Transfer: Risks that may have a low probability for taking place but would have a
large financial impact to be mitigated by being shared or transferred, e.g. by
purchasing insurance, forming a partnership, or outsourcing.

TR FEAT — UH T (g 7 T2 & AT UH ST 6l agd Fed il ana o
AT I 8, Tl T (6T SITT 3T IFhT ATAETHIga S (AR il STl

Accept: Risks, where the expenses involved in mitigating the risk is more than
the cost of tolerating the risk should be accepted and carefully monitored.

WA FEAT — STETHAT ST 7 F27 i 396 T4 & AfFafm w1 % oo e
TRE AT 9 A= T S St o | T $ SEE S e 19

[N o o
SILCRBUEIEBERIRG IR %|
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Limit: Risk limitation, to be considered to address a perceived risk and regulate
their exposure. Risk limitation usually employs some risk acceptance and some risk
avoidance.

5.1.2 STE® Yaga THhaT & forg Aeferiad ==or i1 sraeer HHar smo-

The following steps to be followed for the RM process:

S &7 arwa- (i) sfem sfafeae (i) s far (i) sifaw s (iv)
ST e

Risk assessment: (i) Risk identification (ii) Risk description (iii) Risk estimation
(iv) Risk evaluation

Striae it feqrfér- sifsf=eaa e o 2 gay T &l

Risk reporting: Threats and opportunities associated with risk identified.

RUT-STTem Tema ATl & 7T 289 T AT Saf8d ARt w0 4= | T@d gu,
S| 3T FFAT SITU SreraT 2|

Decision: Whether to take up the risk treatment or not, keeping in view the
impact and associated costs for risk mitigation measures.

Se® IY=TE- Sy Tord« & foru srtgf=aa sur, gome sur &t saraefierd
+ foru srfterf=Raa afarfoat, ¥ | Sies w&aragt it 9o wedT, Sew 6l
T 10 9ot fARerar i Revfar $i gfram

Risk treatment: Measures identified for risk mitigation, parameters identified
for monitoring the effectiveness of mitigation measures, identification of risk
owners in the organization, acceptable limits of risk and process for failure
reporting.

Fafore Sifaw o - sy yome Sy #ifrag F0 S & are sEafae
Strfere oot it sraeam

Residual risk reporting: Mechanism of residual risk reporting after risk
mitigation measures are implemented.

ot ve gifteT-Sitew Fatvags g9t sur fr Fferee e 5w s i
gaTasfierar & forw srtwtteaa afamfoay & gag § axfiam

Monitoring and review: Monitoring of the risk implementation measures and
review with respect to parameters identified for effectiveness of these
measures.

99 Page 4/ 28



5.2 Sfaw st / Risk Assessment

5.2.1 e F7 srftwf=r=a+ / Risk Identification

5.2.2 STEH Yaod H g7 FaH SISATHE TEhATA TAT TG & q&T [Ea¥ & e I8
ST ATH=EAT gl T ST2al &l A9 qIieal § (&7 T AqH (IITELT & &7 )
F(Teha TR AT ST FoalT 8-
The first step in risk assessment is risk identification based on the organizational
processes and the key drivers of the risks. The indicative key drivers can be

categorized as given below in table:

qTerhT 1-H&T ST3a¥ AT STTEAT & HILh! HT I
Table 1 - Indicative Key Drivers or Factors for Risks

s T AAF FrEa F FHr TS AT F FHO aﬂT AR FrE
T & FICT
FEIES Due to Internal Due to External
. . . Due to both Internal &
Type of Risk Drivers Drivers )
External Drivers
AT [ Sy - e/ - i F#ET / Supply
Information/ERP Regulations Chain
TATAATHS Systems - fosrar / ATEE™ - TSt & 7ot s
ST ERERCRCICE] Vendors/Partners Power & Water supply
Operational Plant & Machinery - T STIEH - ZSAT, d8 A
Risks Y / wew Environmental Risks | Strikes, Bandhs etc
Material/Components
JI=ITRIERT T =97 A EECSEI R RO EED - AT =/
Selection of Disruptive AT
Technology Technologies Regulatory
TR SRy 7 fawre /| - SR seee framework/compliance
iR srferrET Technology - AT STfeRTeT / g
Technological Development/Acquisit | 0obsolescence IP rights/protection
Risks ion of Technology - SRR 3a7
TRy i qeTdt Technology Gap
Deployment of
technology
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ST SR aredl gT3a%

ST &7 AT FIEAT 6 HIC TS FTEAT & FHIT .
FEARS Due to Internal Due to External < & T
Type of Risk Drivers Drivers Due to both Internal &
External Drivers
T z ke Time to | IqTE a'lﬁc—or/ - UTE® .aijr/ Customer
Market (TTM) Product Ila!mllty experience .
. S LEICERCREIEDE - gfasT / Reputation
T / Quality .
S S Compllénce and
IeqTE Sy Reliability regulations
Product Risks ez R / :‘:;Tkaﬁ'%w/ Demand
P_roduFt. _ - #rq sfeH / Price
diversification .
Risk
- TIATE a5 HT T / - T HT ATATT /
AT T THAAT Type of Market Customer expectations
Understanding the system - e sferw / Brand Risk
markets - wfaeaeTt /
EIEIESSIICE:) EISIEREIECIETL W] Competitors
Market Risks Market diversification | - arg= #t a=arg
e % forw fima Customer
frerTor Pricing for the | preferences
market - SrentET /
Technology
- ATFET gAer [ Cyber | - ATIE qXaAT W=t
attacks ST 9TaY gaTaET FiT
redt foeem - Reefiegee RRATed @ | e e  wew @ § /
farerar Failure of IT Tt distributed Cyber security
systems denial of service technologies lagging
ﬁ e LT = | security (DDoS) behind cyber frauds
Cyber security breach - ATAAAT [ FET - FTOETE faT °
Risks AT T e, FRfonT gaer et F st &
Unauthorized access | srfx T HIAGT AT AEH
EIEEEEILY] Malware/computer |/ Cyber security risks

Privilege creep.

viruses , Phishing
attacks, etc

due to convergence of
technologies in Business
processes
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ST SR aredl gT3a%

ST #7 A AT F HIC I FTZAT F FHIR SN
FEARS Due to Internal Due to External
Type of Risk Drivers Drivers Due to both In_ternal &
External Drivers
- Sgfe T | "@TEET g
== / Breach in cyber
security in the supply
chain
- T ue <t fAger / R&D | - gfaeqyt / - U9 UT T THEHT /| M&A
Investments Competition Integration
- St it / - 3N gfEad / - FTHAETAT /
e SR Intel!ectual Capital Industry cPanges Partnerships
Enterprise ) N / A/ ﬂ‘qoqq()ﬂl ) W/ mw{c@ .
Risks Asset utilization Market/Econqmlc Litigation/Arbitration
- =T / afeRamd - AL {1faat / Govt
Controls/Procedures policies
Systems & processes
o< S| | - ==r«ter / Liquidity - et / Inflation | Farert ox gfawar
Financial - FOYTT FT ITATL / - =791 2% / Interest Return on Investments
Risks et wer At / Rates
Treatment of - HTHETT / JOTLTEhT i
Taxation/ wiee fAsaaeaar /
Foreign Exchange Credit worthiness of
- &¥T / Insurance Partner/Stakeholders
- -V ITa (oeTe /
Geo political
Developments
T GHTGA | -GS T HER - TR Hehfa / - ST STREATT / People’s
STt Organization Culture Societal culture aspirations
Human - FHAT "aeT [ - gt &t "7ET / - AT / FeErr
Resources Employee relations Demand for Talent Recruitment/Attrition
Risk - 9T gmeor/Talent
retention
e, - Bl Wy owE /| - arafE wEr #
TS, T ToRaT T ST FTHITLN ED
Teeft EGEIRRIEE BEES AfEFT T g
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ST SR aredl gT3a%

SR w7 AANF AT F FRO | FTELT FTFA F FRO RN
PEIEY Due to Internal Due to External
. . . Due to both Internal &
Type of Risk Drivers Drivers External Drivers
Environment, BINE I (fFar /=¥
Social, THAT & SehaTal % aTicd
Governance Use of any raw T|TT A AT
Related material / sfarTet i)
process W_hiCh - Violation of rights
may negatively of workmen in
impact the the supply chain

environment

(including those
under vendor’s /

FTHITT / sub contractor’s
FHATAT Ed responsibility)
EIBENIEE T

Fon) - 3T Y ughaat /
Violation of IBRIEED

rights of qFeTFRATA H

workmen/employ

EIRCEE]

ees - Changes in
Industry

He 4 1“7 STferH practices/

AT T AL-THe T regulatory

Non-disclosure of requirements

Material Risks

etc

5.3 siif&rT &1 fa=<or / Risk Description

5.3.1 srfsf=fRaa Sfew &1 SeH rhad g aq & (o 3= &1 & 918 631 S
TH YA, w9 e a1 Hemuast gRT aqaied, SIeuadr g1 99-999 9%
A ST T<H TR T ITIRT AT ST

Identified risks are to be captured in structured manner to facilitate the risk
assessment. * Format’ as updated from time to time by CRMC; and issued with due
approval of Functional Director or CRMC, will be used for this purpose.
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5.4 SNfeH #T 1A« / Risk Estimation

5.4.1 SITE" % T T A6 AATEAT TROMHT F AT T ATATHE, TT-HATAHS AT
TUTTCH g1 JahdT gl Fraefier Maers a7 Tt & TqHied ¥ Heuad’ g S sy’
& AL STTEH TTFHAT AT ST

This can be quantitative, semi-quantitative or qualitative in terms of occurrence and

possible consequences. This “Risk Estimation” to be carried out as per "Format' issued
by CRMC with due approval of Functional Director or CRMC.

5.5 Stifew waqfxr &= / Risk Appetite framework:

STEH YT &l SAITEH 6 UHT |77 S T & €9 § TRATNd 67 S ahar g S |@9ed
AT 32T N T FIA & (0T @ o 0 JAR 81 Saw gt q9% siee g S @ &
TS ST FO@T | ag9 HiT G| g o A T Tded § 70 AT S1dT gl T8 3o
FT ATATHRT ATF FAATE %0l O grdl gl

Risk appetite can be defined as the amount and type of risk that an organization is
willing to take in order to meet its objectives. Risk appetite is the total risk that the
organization can bear in a given risk profile, usually expressed in aggregate terms. It
refers to a longer term strategy of the organization.

TS T gMY, YOI A&l 3T ILLAT Al TTH FeA o TATH § STGH hi ATEF 37 T
AT AT FLd THT, TG0, GTIaL Gl N F Garad TaH FT TFIIAE FH FA 5
SATE T SITUT| I /1T S(TaT @ & Ses 6 gt g ST arer 131 & SIqaTe STeT-37e
ST & 3T 7g o STaH i T Fed § 36 GATEd Raare i SaH & FF Fd &
ST AN FA Al [@= § o3 S|

Efforts shall be made to minimize exposure to risks relating to environment, cyber
threats etc; while accepting and encouraging an increased degree of risk in pursuit of
its vision and strategic goals and objectives. It is recognized that appetite for risk varies
according to the activity undertaken, and that acceptance of risk will be taking into
consideration the potential benefits and deployment of measures to mitigate the risk.

UHE g [ e THET & Hae § TIT FAKe L Mg 6 (o0 At wrdefier e / Fant
Tiafatest g St Tax [ A0 Huast [ g2 (AT R FET AqAIEd, TREIT 6 TATI S
TAT oTTRAT o IT-TATATSIA o ATHTE G| T A1 AT § THAT THAT T SATUIAT

The threshold levels/limits for various functional areas/business activities in respect of
SBU/Unit heads, and for Corporate level etc shall be as per the Delegation of Powers
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and Sub delegation of Powers, as approved by the CMD/Board(as applicable). The same
shall be reviewed after every three years.

5.6 SifEw % / Risk Evaluation

5.6.1 ST i sraae 1 & IieT § e % qRomHt w1 aftda AT S zas o
Frsfter Aaers a7 Hiemuaet g aqafed fesmuast g S "ITEq” 7 START AT
ST 6 YTHAT HT STAN STEH ITA | &I AN ST TATH Hl 4= § T@d g0 SAraHt
T ITITHFRAT T FA o oI FhaT ST Fehar 2

Consequences of the risk, both in terms of threats and opportunities may be
categorized. “Format" issued by CRMC with due approval of Functional Director or
CRMC may be used. This estimation can be used to prioritize the risks in conjunction
with the cost and efforts associated with the risk treatment.

5.7 guT< #¥ @wrear / Potential for Improvements

5.7.1 SITEH e g7 ST 9% 3T g9 F F7 [ o i o%, §9rtad qeme 1 gierm
faawor, garaa Sifew oY s@Ey, 9 & &0 s@egs srars, WHia e A Gwe
Teeft w1 R T SO Tt S AT B S e o gated TR gy AT S
Once risk evaluation is done and it is decided to go for improvements then, a brief
description of the improvements envisaged, potential threats and opportunities, actions
required for improvements, strategy and policy development; need to be addressed.
The strategy and policy development is to be taken up by the function related to the
risk area.

5.8 worHifa ofie fifa fawra / Strategy and Policy Deployment

ST 3= &t WHITT &ie qifq FaEa e &g g 9%, 30 aR=aitsd wer Rl
TOH afaw garaefiear & o qg-afg=eaa et a7 afeentaa T q9ar 9@ |1
Fts=Rad ST & forg AT @ "eelt saeashard gL i S|

Once strategy and policy for risk treatment is developed and accepted, the same is
required to be deployed. This will address newly identified risks or revised strategy and
policy deployment for already identified risks for increased effectiveness.

5.9 AT i @ifiET / Monitoring and Review
o 8T it fosTe & Jga, AT & TETHT YEUT i GHET g SeH yerasiiear, 9,
farReraTy ST Fherar T TRATOIT FT AT E T T U9 FHA|
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As part of strategy and policy deployment, the process owner will periodically present
parameters for risk effectiveness, measurement, failures and success for review by
Management.

5.10 TR YHRAT 3T FT FTE Aqads-¢ § 30 71 €
The RM process and flow charts are given at Annexure-A.

6.0 e weew (MTTH) &1 A / Organization for Risk Management (RM)

6.1 U T T 9T | 9 M gl T (Al o AT HATSd THE FILATT &, FATHTAAT 30T

TH-UZIE g1 T qMA/TH g ST F ATA=ead, SH TwT ST & FAeaaT A
& FEOT ThAT T qEAT g qged, IiHe [ uaarg-fatery sfewt & safafis, v
Feh ST gHAT T30 ST 07T €T § FIAT H TATET FG AT FAE FTqC G TH
Fralhd (A9 T S e &l a9TFHdr gl TH A9 § T&d g, SITEH JaeT 92l &
2T AT o forT = &F TS FTAAUTAT T SFTTELT FHIAT g R1T-
BEL has 9 Units located across the country. These Units have their respective core
business areas/SBUs, infrastructure and neighbourhood. These Units/SBUs can
address the entire process of identification of risks, implementation of risk
mitigation measures etc. However, in addition to the Unit/SBU-specific risks there
will always be some risks which may affect the Company as a whole, and these
need to be addressed in a centralized manner at the Corporate level. In view of
this, the methodology given below will be followed for the two categories of RM
initiatives:

o TrlFd SITEH Jaeg" dga/Centralized RM initiatives
o Ifve/uHaig-faferg sirfem weaw gg« / Unit/SBU-specific RM initiatives

6.2 ST TaE 6l SoATcHT AT Aqadh-a1 § af T2 2

The organization structure for RM is given at Annexure-B.

7.0 FIRE AT Jae gt (Hemea)
Corporate Risk Management Committee (CRMC)

7.1 FANE FEATAT § HARUR FAT 6 AT =7+ o grii-

The role of CRM Committee at Corporate Office will be to:

a. FOAT T T ®F § AR FXd gU STTTEH 6 &1 I ATHAAd ST AT FHLAT|
Identify and update areas of risks covering the Company as a whole.
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b. FOHT H ST Yeed il aqard ©fd FT AT HedAT|
Assess the current status of RM in the Company.

C. SR TAGTHTOT 3T Ty 1 Iferar fA=wfaa F7am

Develop a process for risk documentation and communication

d. TUHHT [ TARTHAT & FATAT 3T FwIe grer Rare & 1w sfaet i sgar o
FATI

Qualify the risks reported by URMCs/Other than URMCs and Corporate

e. srfatRaa et & forw serma= SuTat & fRrRrier w3

Recommend mitigation measures for the identified risks.

f. T SUTHT F FTIATIAT T AR FLATI

Recommend the implementation of these measures.

g. 3 IATIT AT TATAAAT FT AR FIATI
Evaluate the effectiveness of these measures.

h. sieer afafa / J&ge 3T gi=a B 70 ST FT THET HAT 31 AUHE! wil T5qd
ATl

Consolidate risks referred by Board committee/s/Management and submit to
RMC

i. S TR § STITEH Sae &t feqf &t aHTeT HeT|
Review RM status every quarter.

j. Temuw fATE G AT ST ARTHAT F TETT HATI
Preparation of ERM report and submission to RMC.

k. TasrEte® / @] fAfRadi & I qa ST A TE T A g AT H qrEaT e §
Tetera strfeHt 7 ffafa sweqa Fam
Submit status of risks related to Cyber Security to Secretariat for submission to
SEBI as per LODR/applicable regulations.

. STiTem seee / Rafer & fom Sugh TFoee daR w31 3K 3 e Faes ar
HAUHEHT & SATHIET & ST FHAT
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Formulate suitable templates for risk management/reporting and issue the same
with due approval of functional director or CRMC.

M. ARTHHET Y <9 H2 & AqHIGT & 9T SR A1 T ST2aq wedAT, IS AaT9TF
Bl

Take up Updation of Risk policy with the approval of RMC & BoD, as required.

N. HS T SIITEH Jerer FIATT (AOHET) T 29T &l 9 F13 [ Tarate HLT|
Carry out any other function/activity as directed by Risk Management Committee
(RMC) of the Board.

TH FIE SITEH Jaed qiuta (Femuash) & deqer #7 T qgTIae® & {1+ w1 T8i g
T FHT-HHT T AT, T T, oaT, o, 9 &, 9.9, @Fooe, &9 e
TATAT S FTARE ML T / e / AR TS ¥ Fal & dgd & qol 0@ wrgefia e &
HISTUHHAT o 7T TEEAT I ATHT FAT| HTAOHHT F TG AgTIa4® &q< / qaterd Hwre
Frefie & & TH@ N afHia =1 wt & w2 & o sfafi=s aaeat [ a7 sy Fawsi
(Faer faferg ager & for) &1 gganT o ST aar g

Chairperson of the Corporate Risk Management Committee (CRMC) shall be an
executive not below the rank of General Manager. The Management from time to time
will nominate the other members of the CRMC drawn from all major functional areas
under Corporate & SBUs/Units/ R&D centres like Technology, Strategic Planning,
Quality, R&D, HR, Marketing, Finance and Operations. The members of the CRMC shall
be of General Manager Rank /Head of the respective corporate functional area. The
Committee may co-opt additional members / or external experts (only for specific
initiatives) to carry out its functions.

8.0 wEey / IS / Hrareae/ Hraret/wrw A< v & FHE [ Fehw v qw (Frwesh) F
ST weree afafaat
Risk Management Committees at SBUs/Units/CRLs/PDIC/other R&D
centres/Central Services Groups (CSG)

8.1 SRURHT T AT AHIGT TodH THA/IMe [ Hiemua/fetersdr, Huast s §

TAe At TEH TFaT qHfd (TARTHEAT) FHI |
Each SBU/Unit/ CRL /PDIC, CSG etc; as approved by RMC shall have a Unit Risk
Management Committee (URMC).
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cop o 1 afin cag, S S

The role of this Committee is to:

a. TEAg/gFe/Hemua/fStemedt/ar i & g o faforw Sifew e=n &
EIRIE IS ERCIE PRI
Identify and update SBU/Unit/CRL/PDIC/R&D centre, etc; specific areas of risks.

b. wEdg/aRe/Hesmua/fdtsmE/ar ue S Fw e # Sirfew yeam £ =97 Rt
=1 et s
Assess the current status of RM in the SBU/Unit/CRL/PDIC/R&D centre, etc.

c. fof=faa sifewt F oo g surat $v fRrwrfer wm

Recommend mitigation measures for the identified risks.

d. oTH IUTHT FT SATHIGT ATH HLAT
Seek approval of mitigation measures

e. AR A IUTAT FT FHATaIA
Implementation of approved mitigation measures.

f. = IUTET 6T TATALTATT FHT TedTwT FIAT|
Evaluate the effectiveness of these measures.

g. oI fauTer § Strfew yege it el &t aitear wwam

Review RM status every quarter.

h. s foamer § s yaga &t Fufa & are & St wir Rae fwm
Report to CRMC on the status of RM every quarter.

i, FETEad, AT ST S| oW F SUTH FT IHAS0 wAT, Farg STaHl
TAITET HremeuaeT/ #eo & Al (TA9T AN]) F HAT
Oversee the implementation, monitoring & risk mitigation measures; reporting
of the top Risks to CRMC/ Board Committee/s (as applicable).

gy [/ e [ Hrerwue [ T / v I Fg ot F SSiT T JAuaH F Teqe
ST 3T TUHET & TIEAT I ATCHT T ST IATEA, I[O7dT, A UL =f, U= o, &, &=
TAT 7, TAT AT S Tt 7@ Fraefia &= & 7@ il
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The respective Head of SBU/Unit/CRL/PDIC/R&D centre, etc shall be the Chairperson of
the URMC and shall nominate the members of the URMC, who shall be the Heads of all
major functional areas like Production, Quality, R&D, HR, Marketing, Finance and
others; as applicable.

9.0 WeTHA ST T AqHIeT / Approval of Mitigation Measures

9.1 HTARUHHT FRT H&(q SITEH ¥ AT SUTT HIAE 1T Torees (HTAE) F 90T
21| HRURHAT AT T9HT SUTAT % ATT-H7 ALTHET /I TG [ Seer@d 1T ST
#t RTE T Ut THehr qHTAT FT ST THA IUTAT 6 ATHGH g e Bl SHh
fRreTer e
The risks and mitigation measures recommended by the CRMC shall become part
of Corporate Risk Register (CRR). CRMC would report Key/Significant Risks to RMC

along with proposed mitigation measures. RMC would review and recommend to
the Board for approval of mitigation measures.

9.2 THRTHHAT FRT T SATTEH T TIHF 3UTT e ATEH Toree (FTATAT) F AT il
TARUHHT JEqIrad JHT IUTAT F FII-97T TG [ Ied@Ag SrreHr v fdre
oAy FT F40
The risks and mitigation measures recommended by the URMC shall become part
of Unit Risk Register (URR). URMC would report Key/Significant Risks to CRMC
along with proposed mitigation measures.

9.3 ST ST® T9ra 3UTat * forw fAfer swaearsrar, afz 1 21, Fuet § disEr BT
TR o STCATATSIA o HTE T 3T SITU

The fund requirements, if any, for the approved risk mitigation measures shall be
met as per the existing financial delegation of powers in the Company.

10.0 Sfew Affqas / Risk Champions

10.1 FT9IRE SIEH A799= / Corporate Risk Champion

10.1.1 FTIE ST Aoqa (HHT) STUH [ FTAe T GAw T & 7@ At Joit § $= 6
FAITATR qgl BT Tolve HIRUHHT TS 6 ST Taed gRT ATHd AT S
T o FTF 7 THC gAr —

Corporate Risk Champion (CRC) shall be an executive not below the rank of
GM/Head of a Corporate Functional Department, to be nominated by the
Management during the constitution of CRMC. The functions of CRC shall be to:
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(i) FTIE SIREHAT HT Tga & o HAuaet q2edt & 7 AT A THAT HLAT A7
Tt AT FIATHE &1 Bl ATHA FLd U (TRIT FATHT 6 T2rael /) 9o 3t
T AT AT
To engage and coordinate with CRMC members for identification of corporate
risks and suggest mitigation measures (in consultation with process owners),
encompassing all corporate functional areas.

(i) FemruwHT afy T "= S & oo 3fa ame U f@ AR # F oo
Hremruay F T 9T w1
Coordinate with CRMC to devise appropriate mitigation measures for the Risks
referred by URMCs etc.

(iii) T STITEH A6 AT 6 TATET FATadT & o0 ThhaT st () & a1
THAT A
Co-ordinate with the Process Owner(s) for the effective implementation of the
approved risk mitigation measures.

(iv) STeT Y 9T qHEAT T, HTACURET/ISLT T TSI Jiv |

Seek clarification from CRMC/Management wherever deemed necessary.

(V) HTAUHE/Tee /LT AaeTHATs o (o7, ST 9 AR g, F9I-9877 9¢ Fqre )
Give periodical reports to CRMC/Management/for statutory requirements, as
applicable.

10.1.2 T TS FHTARIT ST USTUH & 98 | A= HT qgl g, IT ST T sreqef Hemeaas’

ZIT aF 36T 9T |, 9 HISTuHET T 956 a9 gl
A senior executive not below the rank of AGM, or as decided by chairperson CRMC
shall be the Member Secretary of the CRMC.

10.2 FfA<t # siifaw 9fFq3= / Risk Champions at Units

10.2.1 THEg/IfAe/am U <t Fi5 & AR ST T=Aa; $F TH6id 9 QT F2q gu, gafaq
TEA [ qMeE / AT UT I A & THE G0 A1 6 S AT I e St =St
(TET) UL AZTHGLF T & HIAATAT gl TATTHT o FTH IAH (70 g

Depending on the size and nature of operations of the SBU/Unit/R&D centre, the
Unit Risk Champion (URC) shall be an executive at the level of AGM, to be
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nominated by the respective SBU/Unit/R&D centre Head. The functions of URCs
shall be to:

(i) SE" Joma ST & o0 gafad vaag/qMe/aw U 2 &% T9aE/Jagq/5sd
AT/ HEd, TIT AN & & FTTHIET ITH HATI

Obtain approval of risk mitigation measures from the respective SBU/Unit/R&D
centre Head/Management/Board Committee/Board, as applicable.

(ii) SIAIRT ST TATHT I F TATAT FHATFAT & o0 ThA F T (FaTaar) &
qra qHGIT FHLAT
Co-ordinate with the Process Owner(s) for the effective implementation of the
approved risk mitigation measures.

(iii) STEt FE! AEFLTH THAT AT, TARTHAT / TfAE THE T TTSHTT AT

Seek clarification from URMC/Unit Head wherever deemed necessary.
(iv) Hremruaeft/dee FiEfa/dasa w1 797 A0 smates e T

Give periodical reports to CRMC/ Board Committee/s/Board, as applicable.

10.2.2 FEHT, TARTHHAT & qI& T gl
The URC shall be the Member Secretary of the URMC.

11.0 ST Y& 98 / FTEAFAT it AT

Review of Risk Management Initiatives/Programs

11.1 FfAe &t snfew yeg afafa g (Femeea)
By the Unit Risk Management Committee (URMC)

11.1.17emuadr [TumE g 9% ARUH qgAl/HEARAT G GHIEAT w7 qEieAaT ¥ g6
ATAT, Se<AT AT ITATed &l AAT T Feqmat @ Fagarar fufa sofee i
T Farfaamrteat & TRt qraar 6 o FHrEr 40

The URMC will review the progress of the RM initiatives/programs on a quarterly
basis. The review would cover the time schedules, extent of achievement of the
objectives and sustainability status of the proposals. The URMC shall also review
the feedback collected from the beneficiaries.

11.1.2 AT FORHT T Tg=T [T T 5 STEGHT A7 O7H Fd g0 HATTHAT FT TF
e (A9, 99, Fraew oY REay & 99 aredr & ©r) s&qa sail| J et
ETT ST FohAT 3T "I (FTATcHE Mo a7 HISUHE! 6 Itad T HIad & 9re)
T ITANT TohAT ST g Tg TS TAHT G HSUHET il FS(T SATU
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The committee shall submit a report (for quarters ending March, June,
September and December) to CRMC covering the top 5 Risks identified by the
URMC. “Format” issued by CRMC (with due approval of Functional Director or
CRMC) to be used. This report shall be sent by the URC to CRMC.

11.2 FTURE TEW TeeT gt (Hemegadt) g
By the Corporate Risk Management Committee (CRMC)

11.2.1 Frouaet TTHTET e 9T S TaeT Gadt T8af / FEHRHAT Gl W 67 o
T FHTAT | FTACHT/EHAHT & I10 RATel & SreT 9%, HISeuRAr et Hi
THTEAT FA ST IThT TRdT TF HT| AT HT ITTAT 6 T HALTHAT T IR
ST T =T ALTHEAT 1 &F ST
The CRMC shall assess and review the progress of the RM initiatives/programs on
a quarterly basis. Based on the reports received from the URCs/CRC, CRMC shall
review & qualify the risks. Risks qualified by CRMC along with recommended
mitigation measures shall be reported to RMC.

HAUHET Ao AHT/ITLT G HaiSd SITEHAT 1 TR 9T FHaTr ST oA/ 39Tl
FT FTeAT 3 RrRTer & forw sreuwHT iy TEa Fw4T

CRMC would also consolidate the Risks referred by Board
Committee/s/Management and submit to RMC for review and recommendation of
mitigation measures.

11.2.2 SFARUHHT AT Feslshd SITEH TaG el T8l /FEAFRAT (SALTH TIAeqq Hqigd) &
TAATaT AT T=AT AT AU FeaiFd A0GT TaeT qaeft Tgadl o AT =T Ug hor
T FHTEAT AT R

The CRMC shall also review the continuation or otherwise of the ongoing
centralized RM initiatives/programs (including ERM training) and identification
and adoption of new centralized RM initiatives.

11.3 fAT9r® W<« g7 /By the Board of Directors

11.3.1 Faer® #2o " ST 92 Al o AHGAT, TAT AR FIT T6d ‘S Jage Fiufa
(3MTUHHT)’ % qTeaw | Sew Yaaw fi forfa it adrer $ie greedy Fm

The Board of Directors will review and monitor the status of Risk Management
through the ‘Risk Management Committee (RMC)’ constituted by the Board and
other Committees of the Board, as applicable.
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e JaaT giufa # Rafried g g PreaeRar @i ST § —
Risk Management Committee is entrusted with the following roles and
responsibilities:

Srferer ST SR (ARTE) 1 T T RreErfi-

Role and Responsibilities of the Risk Management Committee (RMC):

a. F9w =7 ¥ Fol F e TR T SEHE F T 830 FT T F3T
Assess the Company'’s risk profile and key areas of risks in particular

b. FuT T I YagT IERAT * ™0 UF =T &iud w341 T Fua-2ardl Frareadq
AT T

Establish a frame work for the Company’s Risk Management process and to ensure
Company-wide implementation

c. gt w1 & e i arferrer Tog 9§ gRarvg @ siv siiey yag+q S
Tl AR FA 10 TATH T8 Aeed o0 T0 ¢
Ensure that responsibility and authorities are clearly defined and adequate
resources are assigned to implement the Risk Management Policy

d. STeH sEqrasienaor Y 9= % forw v g SR w7

Develop a process for risk documentation and communication

e. YHE Ew e @ RifE iy # forw sy i st g i aataar i
Bl G IR RGI

Examine and determine the sufficiency of the Company’s internal processes for
reporting and managing key risk areas

f. ST I9T TUTe =hi 0T, sraedr iy garaeierdar it aHier i gedisd £
Review and assess the quality, integrity and effectiveness of the Risk Management

System.

g. FIA F WS, ST Fadel, L Afadt a1 vet o= A<y Je=amst &1 ea= ° T
P A ke 1 0 2 1 R O 5 o £ O 1 7 O 1 e 0 e L L - O e
ATl 3=
To review the risk bearing capacity of the Company taking into consideration its
reserves, insurance coverage, Government Policies or other such financial
structures and give its recommendations to Board for approval.
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ST Yaega TRt (UHET) TRT-THT 92 AT 1 ST Taed TRaTat sie Tamst
O R L L T PO S s R I e R R S LR R M 1 2 S B L s K R R P a2 G B U L
ke 1 1 O L 2 2 B A 1 1 e T e I B s s K
IR F:31 F foro sta U 2 o 2

The Risk Management Committee (RMC) shall periodically review the risk
management processes and practices of the Company, including those related to
Cyber security Risks and ensure that the Company is taking appropriate measures
to achieve prudent balance between risk and reward in both ongoing and new
business activities.

FIUE ST Jao= A (Hremeuad)/gsa i o+ affaai/vyeem a1 Fa+r & B
o= T g o o o St i afen w2 % oo, S areay g2er st
T Taterd Siey ontee & i orae st it fArerfer =41 (F3am am)

To review the risks reported by Corporate Risk Management Committee
(CRMCQC)/other Board Committees/Management or any other dept. of the Company,
including those related to cyber security risks and recommend mitigation measures
(as applicable).

5 1 o 2 e 1 0 O K A 1 o o i e e e S 1 s K e s e s R LR
o O O e e s 2 W s e A s s M L R 1 i e s L O I o e e e B L A o e e
& 9% AEF9TH qHAT S0

To report risks which may significantly impact the operations or which may
threaten the existence of the company or wherever deemed necessary, to the
Board for further deliberation and approval.

et stiafes R SE sifee/qasdr RO ofife & "9y § Ja99 g0 Hafsd qal &l
THTEAT FIATI

To review issues referred by Management in respect of any internal reports such
as Audit /vigilance reports etc.

AT AT S S Jeeq Tiatateat fit sargeferar o BT @@ siv B
FLATL

Maintain oversight and monitor the effectiveness of internal controls and risk
management activities.

S 1K I 1 s K | K ks T 2l s B O G A 2 R B N K e e 2 e R B 2. B T e L | E R R
| e s e O s e O K e i B B e A IR 1 K B 2 s e | M (e R KD B e
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S e O L i O 1 L PR L O L O K B K e O B s L s e 2 L e T e 2 e
AR T

The Risk Management Committee (RMC) may have access to any internal
information necessary to fulfill its oversight role. The Risk Management Committee
(RMC) shall also have authority to obtain advice and assistance from internal or
external legal, accounting or other advisors.

n. SiEM Yega qamh Grroad)) sEEst R 9 qaEy sy-affa w5 s g 6
BRI A R i R N s e S A N
The Risk Management Committee (RMC) may form and delegate any of its
function/roles/ responsibilities to sub-committee(s) consisting of Functional
Directors”.

0. Sfew yeuw afffy (suwEh) gore & oo Gl ot e fr s dew afufy s
(T FT Thdl & AT 97T e A0 g Safsd GrHar 9% A9+ aolig/Rarst ya=
FL TqHAT g, Tl SAEeTF 21 i o Aorr & foro deer iy Rrerfver &% gt 2, Sar
g I 1 THAT 2
The Risk Management Committee (RMC) may refer any matter to other Board
Committee/s for its advice or offer its advice/recommendations on matters referred
to it by other Board Committee/s, if required and further recommend to the Board
for decision, as it may deem fit.

p. SITEW Yagd AH (AUHET) HiT SHwTet iz SrAeTet § UHT o+ e oiH gt
11 O 0 G 1 S B o ) W 2 e 0 o B 20 s O O e L
The roles and responsibilities of the Risk Management Committee (RMC) shall
include such other items as may be prescribed by applicable law or the Board in
compliance with applicable law, from time to time.

12.0 Sfw yergw it e w97 / Risk Management Reporting

12.1 ot ¥ Srfew geoe i e 58 Jehre it Sust-
The reporting of RM in the Company shall be as follows:

a) ARUH YAl UL A AT TARCTHAT FIT HATUHHAT T AT 60 0 "qreg”
& SIETT T FTUIAT (FTAFET Haee a7 Heuwet & sqAreq 7) Internal reporting

on RM initiatives shall be done by the URMCs as per " Format/s” issued by
CRMC (with the approval of functional director or CRMC)
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b) aTgLr RUITET o oIy shaer HemeuAHT gF saeds® R s aame HGM|

Only CRMC shall prepare necessary reports, etc for external reporting.

C) TARUHHT FRT ATELr ROrfew, afT smaeas g, Heuadr & qawel ¥ & S{rusf
External reporting by URMC, if required, shall be done in consultation with the
CRMC.

d) TIUHHT e H Sfew e it Fufad o goas et demuaet st fae w580
URMC shall report to CRMC every quarter on the status of RM in the Unit.

e) HTemuAHT Mo Hed gT A a8 &g qHfd (MUHHAT) T 3¥ T8 Aeid § UH
I AT AEITFAAR RO FAM "wEEr et grr @fgEq sEifed
HrsmruaHT i A1 a7 T JTaq Teae\ qiata (STCUHHT) % q9e TET [T
CRMC shall report to the Board level committee (RMC) appointed by the Board of
Directors, once in every six months or as would be required. CRMC's report duly
approved by the "“Functional Directors” will be placed before the Risk
Management Committee of the Board (RMC).

13.0 Sfaw Yegw w1 wrai~a7 / Implementation of Risk Management

13.1 ST YL IO I OIS T9T TATATcHS 29T 6 AT Thihd Ud gaiad
SR ST T § gafad wH=TRat / @ % ar aqia =g g wraitead gn
Sfers yaee etfa ot § o gurs &1 F 7§ T grepe q8T FTOas 95
AT % & H fAearied it sro
RM System shall be integrated and aligned with the corporate strategy and
operational objectives and will be implemented by suitable interaction with
concerned employees/staff in the organization. RM shall be undertaken as a part
of normal business practice and not as a separate task at set times.

Tle- HEd TqL AT T IHHT0 ST ITETEE T@ifhd 918 51T 2910 7 2|
Note: Roles and Responsibilities of the Board Level Committee are indicated by
underlined Text.
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Aqaqs T/ Annexure A

W Yew THAT FT 7418 91

Risk Management Process Flow Chart

1.0 Ffe-fafre sifew yegT =

1.1

Unit-specific Risk Management Initiatives

arpfa 1 & 3T =7 yarg =1 e s Srfeet & fore st sarg i g

The flow chart at Figure 1 gives the process flow for Unit level risks.

1.2 FAaTT/T9RT/AT U 7 & Arfs § Aq1e §949<(UH)/eree. Aase(Ue) St il 9849

1.3

FIA & ST HAUHET (FATcHF Haerw a7 HuRHAT F AqHET & 919) gy at &
TT "TEY" § I T Hd gl I AHT ST Hl T 1g/I e/ UL S 65/ 0HHT
AT 9T FHTHRT FRAT SITaT € 3T F1F % THRaT T@anft 98 &q< il S Fi3d g gl S
T =T & ST g

Line Manager(s)/Project Manager(s) in a department/ division/R&D centre,etc
identify the risks and capture the same in"Formats’ issued by CRMC (with the
approval of functional director or CRMC). All these risks are consolidated at
SBU/Unit/R&D centre/URMC level and the Process Owner (s) of the function does
first level scrutiny where the risk is reported.

o o\

THE ATAh SITEH HT THH STHT & GrI-a7 A AIEd Aaaq () geT
e T StToem st &t gRe-fafre srEr Sev T F ' # stwiteda ar
STAT 2

Risks are further evaluated by the Unit Risk Champion (URC) along with Process
Owner(s). Risks are identified as Unit-specific or Enterprise level.

1.4 FETHT 3T ITRAT TATHT ATST e/ TRASET STag® T {0 T0 ey & Far 6

THIEAT FA &, AT I THIEAT AT FTAAT 6 91 e ST Tae" qiufd (TATTHET)
T YA hAT STAT 5, ST NI AHTEAT AT g S TS SAA9qF g al SH Higd STl
Tl STAAT HLAT ¢ ST AT AT IUTHT T FATT T gl

URC and Process Owner(s) review the details of the Risk given by the Line
Manager(s)/ Project Manager(s), and after due review and updation is put up to
Unit Risk Management Committee (URMC);which further reviews and updates the
information contained therein, if required and suggests recommended mitigation
measures.
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1.5 o STIfemT & o SAqeifed a| = ST JUHET eqeT i AqHIad HIHT 6 A< 5, g
T FIT ATHIRA ThaT STum 5 Sirfemt & o yearea 9= 39T JAuHH] -
TEAET Tl AHAIGT ST | T &, Ire Taoq/Hed AHA/HSA (FAT AW & THET FTHIEA
& form Strfes =t g7 J&=qa T Srar 2
Risks for which recommended mitigation measures are within the approval limit of
URMC Chairperson will be approved by the chairperson. Risks for which the
proposed mitigation measures are beyond the approval limit of URMC- chairperson,
are put-up to the management/Board Committee/Board (as applicable), by the Risk
Owner for approval.

1.6 Ie-fafre & w7 # sfwf=teaa et it Sreaer giwar &t it grf, oie ZemeT
TERIT T FT O SOYETd & (Mdgd § HgIRT R THI avg, I YUY
afafeeaa Sew it Rrdert gimar @&t # gRil &t geret femuat &
qOH=aT & TORAT ST T STl ST & Fagd § 9gRT :OT| AT & qa9d99 F
TTRIT TATHT AR AT IUTAT Fl AR] FT S HARORAT H Fafa it e F:am)
Risks identified as Unit-specific will be the responsibility of the Process Owner(s),
and the URC will support the Process Owner(s) in discharging his responsibility.
Similarly, risks identified as Enterprise level will also be the responsibility of the
Process Owner(s) and the URC in coordination with CRMC will support the Process
Owner(s) in discharging his responsibility. Process Owner with support from URC
shall implement the approved mitigation measures and report the status to CRMC.

1.7 T Aot °, gemeowdt At st 1 g7 #37 * oo o qfaf@ afsq w2 w1 [
o FRAT | UH ATHAT | TThAT TATHT 3T AHTT T o J79 FTH H0|
In certain cases, the URMC may decide to constitute a Committee to address

specific risks. In such cases the Process Owner and the Committee will work with
the URC.

1.8 SoRaT TATHT Sl FEMTHT MU & AT At ST TR Hdll Tg FESET (Haers a7
HAuHEt & 3I=a AqHIET & a9 HARUHET g AR U U "YrE" |, et
THTEAT % oI TemeuaHT Fr Yo&qa AT ST
Process Owner(s) and URC will collect periodic data, as decided. This will be
presented to the URMC for quarterly review,using” Format” issued by CRMC with
due approval of Functional director or CRMC.

1.9 TRURHT T AN @ 9 ([e/Ied@ i Jew) sirfaw, mmer @ &
T8 HISUHHAT FIRT AT "ITET" (FHAFRT Haa® J7 {uHET & Tqared & ar) #
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AT T THRAT ST RO & T fTdie Shaq Jaad Fiafa (Semuast) w7 gi=a T

STUATTI

Top five (key/significant risks) risks identified by URMC, after quarterly review will
be reported to the Corporate Risk Management Committee (CRMC) using “Format”
issued by CRMC (with the approval of functional director or CRMC);for further
processing and reporting.

2.0 FIIRE WOT Tw yae= 987 / Corporate Level Risk Management Initiatives

2.1 srpfa-2 7 &= w17 waesdt =1 Fraie g Sedt & o gfEwar 1 F#9 9@ F2ar 2

The flow chart at Figure 2 gives the process flow for Corporate level risks.

2.2 FUE T¥ #, wHrg/gfAe/ae U St Fw/gsmeuat gra R R sw s qen
FONE FATAT § T FaTHT (FAri9a) g R o o ey ety adtar i
SO FOA H e S, SRS qHEHt F anr a2t g, off dfercowsft wr Sfew
qre o ST TeRaT 21 28 HrereElY g auiRa BRET SITue sy waTHT (FATtea) F
et g At wfterT v S
At the Corporate level, Risks reported by SBUs/Units/R&D centres/URMCs and those
reported by Process Owner(s) at Corporate Office and the CRC will be reviewed.
Other Managers in the Company, who are not part of any of the URMC, can also
report the risks to CRMC. These will be consolidated by the CRC and will be
reviewed by the Process Owner(s) and the CRC.

T STt 7 T F arE, T HISuHET w1 TEqd AT SATUT S SN St fi
THTAT FEMT 3T Ivg AT FATOIT HSMLUHAAT FIRT TRT AT FTAE JTaH Torees
(Hrsmeame) &1 fZedr a9 o  @reeuaey a3far oie e & oo smeuwEy v
@Al SITEAT i ROE FEM ARUHET FIT FRer oY #ed g0 SAqHEd &
qTE, SITEH F THE & AR 9 I He-A12 I7 IITH T 97, TodT & @l 6w
Hree T a7 THA /g e/aT U S &g s T SAaad & (o o 39T o ST
After review of these Risks, the same will be put up to the CRMC which would
further review and qualify the Risks. Risks Qualified by CRMC shall become part of
Corporate Risk Register (CRR). CRMC will report key/significant Risks to RMC for
review and recommendation. After recommendation by RMC and approval by
Board, the mitigation measures will be taken up for implementation by the Process
Owner(s) and CRC or SBU/Unit/R&D centre, etc depending on the type of the risk,
i.e., Unit-specific or Enterprise level.
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T/ gfAe /3R T St %y W # SR ToaT IHhT T Ja91E 9
Flow Chart of Risk Management Process at SBU/Unit/R&D centre Level

s LEIEEESIEECICIRRE R BRI ERI

LEIRREEEIRE]

TATHT TR SAiehea
. . _>
@é} i 3 I | qHEA Evaluation by respective
Division / C lidation at Risk Champion & Process
Dept/R&D onsolidation a Owner (s)
centre SBU/ Units/R&D
centres
A
TATUHEHT / URMC
AT FAST/AITSAT Tae/AEd, AT
. . forer vt ST Eﬁ%&ﬂ 158 m—g'i-?r
TR/ T FIT ST TR BT Review & recommend mitigation
AfafrETT =T =T measures  for  approval  of
o q,?m ) Management/ Board, as applicable.
Identification First level scrutiny
by Line Mgrs/Project by Process

managers/other Owners (s)

S| 9= 3T &7 FTATea T
Implementation of Risk Mitigation
Measures

arfa / Figure 1

T URHT T fAATET | te
Quarterly review by URMC

U AT FT T4y (T /
oA 1) 5 ST HT U0

Forwarding top(key/significant) 5
risks to CRMC
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S gerge afFaT F1 waeft =91 Fruke «dy

Flow Chart of Risk Management Process Corporate Level

THAT / A / A7 U I AR

/ TARTHHAT & AT
Risks from SBUs/

Units/R&D centres/URMCs

e | TRy TaTHT

Process Owner(s) at CO

“TACTHHT 3 AATAT”
SICE
Risks from “Other than
URMCs"

TSt ETT THEA
Consolidation by CRC

/

FTOTE § Framdy i wohw w1 g1 Raie fir w8 gufEFa St i afiar Review ‘

of consolidated risks reported by CRC and Process Owner(s) at Corporate

A 2

|

Review by Corporate Risk Management Committee (CRMC)

T ST St Ry g FeET ‘

oAt g I UHHT i ey arfue e
Half yearly reporting to RMC by CRMC

BEGER: EREARE LU BRI
Half yearly review by BoD
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#qevs ot / Annexure B

SR gage & org ErsaTeHs 3=
Organisation Structure for Risk Management

IDEUER EENCIEIEL)
Board of Directors (BoD)

Sitew  yegq "W
(STHHT) / Fae® 7

o Risk Management jud
Committee  (RMC) /
Board Committee/s

FTITEE TITEH Faa Tiafa (Hrsmeoady) FTATE ST = (0T (Hr=e)
Corporate Risk Management Committee Corporate Risk Champion (CRC)
(CRMC)
TR sfed yeaa qRfa (gemoa) e SR $fr (sframee)
Unit Risk Management Committee
(URMC) Unit Risk Champions (URC)
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