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BHARAT ELECTRONICS

A gyaeer AfY

Enterprise Risk Management Policy

R Soaeiiaad fafAes / BHARAT ELECTRONICS LIMITED

1.0 @A yau= Aify F4sT/ Risk Management Policy Statement

1.1 #Rd Foaclieidd faffcs (f5ud) Fuell & FRIOR & G faeadAe qur garfad
SITE#AT &l FTRATATRAT Siet, HediThed diet, IeTehl TATADAT TF el TAT Joleh THTT
I HH A & [T T TT H GITH HL|

Bharat Electronics Limited (BEL) will strive continuously to identify, evaluate,
prioritize and mitigate existing as well as potential risks related to the business of the
Company.

2.0 ANFAA yat=T &1 FEAAT 3T 3587
Scope and Objectives of Enterprise Risk Management

2.1 A& / Scope:
GieaeTenT 7 sl & & & IR, RGNS IRELT H g § IRadal, TEHRT aArfaar 3R
fafrardes o 7 aRaeTd, $-Toeifdes qar affas 3Mqfd s@er a1 grfad = arelr
T3] & SHRUT SISUS T STEHT ST ATHAT hiaAT ISaT g

BEL is exposed to risks due to rapid changes in technology; changes in business
environment; government policies and regulatory framework; geo politics and events
affecting global supply chain.

3¢TH WA YU (SIANTA) & HRIST H HUAT T T FRITRY AT 3R wrveler et
I enfAe fohar arar g

The scope of the Enterprise Risk Management (ERM) covers all the business units and
functional areas of the company.

JSS Page 1/32




2.2 36637 / Objectives:
3CTH SNTQHA YUl (SIRTH) H 36T FUaAT o HRIGNT 83T HI IIed el & ol
SHTEHAT T A A & HRIR FURT o] oA g 3 YUTReh & oI QA T A

A YeT FLaT &

Objectives of Enterprise Risk Management (ERM) is to facilitate a common
understanding of the risks among the stakeholders to deploy effective mitigation
measures to meet the Company’s business goals.

2.3 JTATATET TRAHT U T el T HRITRT HRI-FONTAGT H FHRIT & F el AT
ferar Srea|

The mitigation measures identified shall be embedded suitably into the business
processes of the Company.

3.0 Sf&H yaesT ygal & 817 / Areas for Risk Management Initiatives

3.1 ST A 5 HeRI PR o A SRR frar -

BEL has identified the following major areas of risks related to:

(i) wie@f@Ehr / Technology

(i) &R / Market

(iii) 3cure / Product

(iv) #TeTa §arYeT / Human Resources

(v) fa<7/ Finance

(vi) 3¢IH / Enterprise

(vii) 9ol / Operations

(viii) |TI§Y JI&im / Cyber Security

(ix) gITaRofy, grefaes 3R Tag (STHs)

Environmental, Social and Governance (ESG)
(x) 31T / Others
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4.0 @ yaua H FRVoTET / Methodology for Risk Management

4.1 O N FRITR IR & NTQWH 3797 giar g1 0 af@At & ggaa, 3medsT,
TATARAT dT I IR cgafead et FI AGTRAT gl & N [AfdHeeT HdRe AR gl
HRh { FETT gIct & | TRIHT 3T 7 3ifcid § o0 ST AR el ganT reqaRe SR
ufsharsit R geufaar # enfia fohe S & 3maeaendr

Any business operation is susceptible to risks. The risks that emerge due to various internal
and external factors needs to be identified, evaluated, prioritized and managed. Mitigation
measures need to be finalized and incorporated in the business processes and practices
followed by the Company.

4.2 39 3faRed, [*ffea sREd gfsharst & ggar O afda e 710 g 3u &
TATCAAT & AT & [oIT a8 H Teh I FHIETT hl ST |

Further, the mitigation measures already incorporated in various business processes will be
reviewed once in a year, for verification of sufficiency.

5.0 SNf@# yaa $r 9fshar / Risk Management Process

5.1 @ yaeeT (FRTHA) A FRY0mer / Methodology for Risk Management (RM)

9E&d1adT /Introduction

SHTEH TeteT (HRTH) TishdT &l STl T I0EATS Tatied GishdT & g fdg & &7 &
TgaTAT ST gl I fRaR 3R fawrasher ufshar & fSws d9resr i1 weifa 3k 39
AT T FrAeadd A giar g1 3die 3R S8 FRST & SAfid SsUel & T
qa:mfa#%nﬁamgvugmmﬁmﬂaﬁlﬁaﬁq{aﬁ?ﬁl

Risk Management (RM) process is identified as the central part of BEL's strategic
management process. It is a continuous and developing process, which encompasses
the organization’s strategy and implementation of that strategy. It will address

systematically all the risks, covering all functions of BEL arising out of internal and
external factors.

5.1.1 %8 g1iad @A @ e & fovw Sif@#H werA« ieeehor §-

Risk Mitigation approaches to manage a potential risk are:
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Qa1 — 3T g1 3T e7fay aiat & forw 3= ganfaa gera arer SNT@HAT ' AepeT|
Avoid: Avoid risks that involve a high probability and impact for both financial loss
and damage.

AT — U SHTEH STl sl FHTAAT § ] ToleTeht gee eIy Jaa1d gram sl |1 41
mwﬁ?w%mmm%ﬁﬁaﬁm@ﬂa ISR AT IT TEIIT0T|

Transfer: Risks that may have a low probability for taking place but would have a
large financial impact to be mitigated by being shared or transferred, e.g. by
purchasing insurance, forming a partnership, or outsourcing.

FFR T — 0 AQA T FH o & I W NTQH FT g Fe S a6 g 9
318k g1 8, T TR TohdT ST 3R 3HehT FTatITeigdeh faRel T S|

Accept: Risks, where the expenses involved in mitigating the risk is more than the
cost of tolerating the risk should be accepted and carefully monitored.

AT FIT — IFAAT ANEH FA7 A 3R oA g9 @ [AAFAT = & v
SifEH aidHsT X faar faar s Sifes aRde T & qEead: o Sae Tl
3R P& ANEH HaRoT fohar ST |

Limit: Risk limitation, to be considered to address a perceived risk and regulate their
exposure. Risk limitation usually employs some risk acceptance and some risk
avoidance.

5.1.2 N f@H gaereT 9fsham & fow et f@d =xolt &1 37avor fhar sear-

The following steps to be followed for the RM process:

o ST T 3Teheldl- (i) ST FTATRIEAT (i) ST AT (jii) N TrFehereT (iv)
STEH 3Tehelel
Risk assessment: (i) Risk identification (ii) Risk description (iii) Risk estimation (iv)
Risk evaluation

o SifEH dr RAféar- AR ifes @ 3 T 3R 3aeR|

Risk reporting: Threats and opportunities associated with risk identified.
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. W—aﬁ@wq&mm%ﬁrusﬂéwmammamaﬁtwﬁwﬁgm
STEH 3UgR fohar ST 37%ar 161 |

Decision: Whether to take up the risk treatment or not, keeping in view the
impact and associated costs for risk mitigation measures.

o AIEH 3YTR- ATEH TrAA & ov JAfARTEAT 39, F2re 3urar Hr gemaeiedr
¥ fow sfAREaa sRERAT, geea & Sifew warfaat i ggara s, Sifes Hr
THRT WATT T2 faherar sy RafEar & gfsha

Risk treatment: Measures identified for risk mitigation, parameters identified for
monitoring the effectiveness of mitigation measures, identification of risk owners
in the organization, acceptable limits of risk and process for failure reporting.

o 37afAse @A ROfér - Nf@F gHaT 33Uy Faifeaad v I« & a¢ 3rafase
if@s Raiféer H sagzan|

Residual risk reporting: Mechanism of residual risk reporting after risk mitigation
measures are implemented.

o IR Td gHAET-AN@H FATTagd e 3R fr FeRET Jar s 39t $ir
garaefierdar & forv sfARRETT aRATNIT & deer A g#ve|

Monitoring and review: Monitoring of the risk implementation measures and
review with respect to parameters identified for effectiveness of these measures.

5.2 SNf&# 3nsde / Risk Assessment

5.2.1 0@ 1 3rfAfaessT / Risk Identification

5.2.2 SIQ@HA Yt & Tgell SheH FIoeTcHS FlhIT3T TUT SHPAT & FE&I g’ & R
W SITEH HATIEAT &1 HET SISaRT T #ire ATferehl # fET 1T AR (3eTe0T o &9
#) aaffepet foham ST e B-
The first step in risk assessment is risk identification based on the organizational

processes and the key drivers of the risks. The indicative key drivers can be
categorized as given below in table:
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cTifelepT 1-7EY gIgaX AT SITQHAT & HReh! HT 30T

Table 1 - Indicative Key Drivers or Factors for Risks

. AR 3R aEd s
AP | iR gar FFROT | a6 31T F FROT et
ThR Due to Internal Due to External b both I :
: Drivers Drivers ue to both Interna
Type of Risk & External Drivers
- T [ SR - e/ - 3Tqfd e
- Information/ERP Regulations Supply Chain
Systems - aohar / @8ieR - TSSTely 3R Sfef 3mfet
_ SRRERCENIGH Vendors/Partners Power & Water supply
operational | Plant & Machinery | - qafoola SfEw | - geaTe, 4 3
- AT/ geh Environmental Risks Strikes, Bandhs etc
Material/Components
- S T Tl | - TdueTRy Yegaeh | - [afaa#Ees saian/
Selection of Disruptive 3TeTUToTT
Technology Technologies Regulatory
gD | - iR T fah /| - FieeehT el framework/compliance
1 IEGE=) 3rfargoT Technology - 3T TRy / FRaT
Technological Development/Acquisit obsolescence IP rights/protection
Risks ion of Technology - gleNfadr 37ax
- Sienfarcht #r Setrelt Technology Gap
- Deployment of
technology
- TIZHA g Ahe Time to | - 3c9Te &lfded / Product | - 3ITgeh 37181 /
Market (TTM) liability Customer experience
- 30T / Quality - 31Tl Ud fafd@® | - gfdsar / Reputation
S i@ | * S oqiatons
Product Risks | Reliability _ Hiar S / Demand
- 3cure fafaefeor / _
Product Risk _
diversification - 1A @A / Price
Risk
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rafte 3R aed s

MBAPF | iqRe R FFROT | a6 18 F FROT et
ThR Due to Internal Due to External 5 both I |
: Drivers Drivers ue to both Interna
Type of Risk & External Drivers
SIS I THSTAT - 99X T & 9K / - Mg FT 98T /
Understanding the Type of Market system | Customer expectations
markets - gfaeaeft/Competitors | - siis SIIf@# / Brand
Wm ST iai-af’-jlfl.i{.:l/. -m@'aﬂ'qa'm‘ Risk
Market Risks Market diversification |~ 0 ar preferences
TR & foIw i - gieaifarhl/ Technology
f4ROT Pricing for
the market
- ¥ gHel / Cyber - [ &
attacks dleaiefehar S arge’
- ToRAITes T8AT8el 3% | eivoarersy apr T cvemey
m dIStI‘Ib-Uted 3 @ T8 & / Cyber
ST FaEeH & d;gals of service security technologies
fAteldr Failure of IT ( ? ) : lagging behind cyber
- HTIAAX [ g frauds
systems . N —_—
— &I oTET / security  TPRITTE ) .
qgea g breach e gicafaferat &
S ARFT TFAT Malware/computer ITRTIOT F FROT
Cyber security c viruses , Phishing
Risks Unauthorized access attacks, etc I GRaT e /
faerst s / Cyber security risks
Privilege creep. due to convergence of
q§7-r FE=itan/ Access technologies in
_ Business processes
Compromise

- 3Tl T H AR
et &g+ / Breach in

cyber security in the
supply chain
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rafte 3R aed s

NRAF | s grgaw & FROT | ATy SR 5 T .
JhR Due to Internal Due to External QAT o PROT
Typeof Risk | Drivers Drivers | P External Drivers.
- 3R U 3 fA3aer / R&D | - gfaeayT / Competition | - TH US T UehehoT /
Investments - 3T IRadeT / M&A Integration
; W ti.\T’ﬁ/ Industry changes - TSR /
e ST _ InteII‘ectuaI Capital / - ?/Iﬁm / gwm _ ;;:r;ﬁww
Enterprise I arket/Econcimlc S N
Risks Asset utilization - WHRY AfaAT / Govt Litigation/Arbitration
- forzroT / gfshare policies
Controls/Procedures
Systems & processes
o Sif@s | - g«fafer / Liquidity - HETERTS / Inflation
Financial - YR HT 39AR / - SIS &Y / Interest
Risks Reft T Ny Rates
Treatment of - WIFIGR / TOTIRET HT
Taxation/ iz Aegasar /
Foreign Exchange Credit worthiness of feraeil o wfcwe
- ST / Insurance Partner/Stakeholders Return on Investments
- 3-TSTeil e faehre /
Geo political
Developments
- fagel Aar e A
gRadsT / Foreign
Exchange Rate
variations
AT GETEE | - HISeT T HERIA - HIATSTh HEHId / - STeT 3TSHIETIT / People’s
CIECE:] Organization Culture Societal culture aspirations
Human - ATy Fe / - yfersT &y #7T / - 57t / wersor
Resources Employee relations Demand for Talent Recruitment/Attrition
Risk
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rafte 3R aed s

NEAF | FiaRe @R FFROT | a8 IR & FROT :
3t & FROT
JhR Due to Internal Due to External bue to both Int ,
: Drivers Drivers ue to both interna
Type of Risk & External Drivers
- GTIHT ¢TROT/Talent
retention
- &THdT/IRM P HHAT /
Competency /Skill
Gap
TR, - fordlt s AT / - 3MYfcl T A HHIRT
HATS, I gfehar &1 39ATeT & HTIFRT T gleT
ey THGehT TATaToT 9T (fashdTr / 39 &FheRT &
Environment, gfdehel YHIT 98 aRIca & dgd 3T drer
Social, . e ) Ao 3R AH Hiefel
Governance E o _ Environmental and
Related - Use of any raw - Violation of rights of

material / process
which may negatively
impact the
environment

FIIRT / HEATRAT

& HTHRIAT AT golel
Violation of rights of
workmen/employees

HECaqUT SNEH 3T
T IR-TeheoT

Non-disclosure of
Material Risks etc

workmen in the
supply chain
(including those under
vendor’s / sub
contractor’s
responsibility)

- e §r geufaat /
IGRICCORICEDCTSIR]
H gRadeT

- Changes in Industry

practices/ regulatory
requirements

Labour Laws.
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5.3 siif@# &1 faavor / Risk Description

5.3.1 AT NEH A SNEH e o g & T TR Gor § gred foham e |
58 TSIy, HrdRiier foeeren I WHRTAET garT IgAed, HIRUAH caRT FAI-HH7T

3eTelet AR IFT IR ST ST fhar ST |

Identified risks are to be captured in structured manner to facilitate the risk assessment.
“Format’ as updated from time to time by CRMC; and issued with due approval of
Functional Director or CRMC, will be used for this purpose.

Risk Score Matrix

Risk Probability =% Aiinost
_ Rare Unlikely Possible Likely Certain

Risk Impact g (1) (2) 3) (4) (5)
Very High (5) 5 10

Hgn ) 4 8 12

Medium (3) 3 6 9 12

Tow @ 2 4 § : 5
Very Low (1) 1 2 3 4 5

5.4 Q@A &1 YrFFhdeT / Risk Estimation

5.4.1 SITQHAT & gfed glel dUT 3Ach THTAT IROUTMAT o IRUGT H Ig AAFTCHSD, I-ATACHS
T IOTCHS &1 Hehell §| TS "N @H 3Tehelel” [AFT1el G STIEH HISFH 3 TEIR TR [T ST
& ik Ff@a #r Ruifdar wfe s sruar dmuad & Aftad e & @
WA SaRT SR “GIReg” H f537 S0

This can be quantitative, semi-quantitative or qualitative in terms of occurrence and
possible consequences. This “Risk Estimation” is to be carried out based on the following

Risk Matrix and risk reporting shall be as per "Format’ issued by CRMC with due approval
of Functional Director or CRMC.

5.5 SIf&# ygfa = / Risk Appetite framework:

AR Gy F AR Fr W AT I TPR & &9 3 TR ol T TFell & A o107
T Sededt F O Y & T S & T AN §1 AR sy wHe e ¥ R weee
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& IS SITEH TRAT H ggeT Y Tehcll § TS0 AHATIT: Hel IRUET H gerd ohar ST &1 T8
HeTaT &1 TS TR 3rafer Hr ot gl 8

Risk appetite can be defined as the amount and type of risk that an organization is willing
to take in order to meet its objectives. Risk appetite is the total risk that the organization
can bear in a given risk profile, usually expressed in aggregate terms. It refers to a longer
term strategy of the organization.

TITae I Tfee, 0T e 3R 3egedt T UIed kel & T H SNEH Hr ATew AET
PR 3R Acaegd Fd AT, TAEUT, AR G 31 § Tafd STEe FI Teguier
HH A & G T ST | Tg AT ST & fob SHi@H S ygfar e ST arer it & 367dR
3TTIT-37e19T BIdT & 3R I8 [ WA F THFR F H 39 FHTAT st 3R i@ &1
A A & 3T W19 XA I faar & ferar sream|

Efforts shall be made to minimize exposure to risks relating to environment, cyber threats
etc; while accepting and encouraging an increased degree of risk in pursuit of its vision and
strategic goals and objectives. It is recognized that appetite for risk varies according to the
activity undertaken, and that acceptance of risk will be taking into consideration the
potential benefits and deployment of measures to mitigate the risk.

THAY / PfAe veEl & HeU A TU FHRe R e F AT Affies SR aEt / SRiem
afafafedt g I X / @AT AivAst / A5 (FUT TNR) @R gAfed, afFaat &
TeATTSTel AT ATFAT o 3U-TeATANSTeT & 3HeTER gial |

The threshold levels/limits for various functional areas/business activities in respect of
SBU/Unit heads, and for Corporate level etc shall be as per the Delegation of Powers and
Sub delegation of Powers, as approved by the CMD/Board(as amended).

5.6 @A 3T / Risk Evaluation

5.6.1 ST@A 3R 3FER A=t & afivea 7 @A & TRoTAT FF Fefigd fomar ae| s fow
refTer figereh aT WI3TRTAHT GanT 3efAlied MIRTAET caRT SIRT "Freg” T 3uZrer feham
ST | S STeFehele] ST ST YA TR H 3T 9T 3R JITA T €11  T@ §U SAGAT
T GrAfASHAT T el & fav fomam 1 ehar B

Consequences of the risk, both in terms of threats and opportunities may be categorized.
“Format" issued by CRMC with due approval of Functional Director or CRMC may be used.

USS Page 11/32




This estimation can be used to prioritize the risks in conjunction with the cost and efforts
associated with the risk treatment.

5.7 GuR $1 WHTeqaT / Potential for Improvements

5.7.1 SNEHA 3MeheleT g STl W AR GUR A 1 A0 fAT St o), Henfad gur 1 afered
faazor, wenfaa @A 3R 3rawR, GuR & AU smaes sras, weifa i Aifa e
et S R fhT Sreer| wEhfa AR Afd e Sifes 87 @ 6 gary eanrn f&ar

SITEIT |

Once risk evaluation is done and it is decided to go for improvements then, a brief
description of the improvements envisaged, potential threats and opportunities, actions
required for improvements, strategy and policy development; need to be addressed. The
strategy and policy development is to be taken up by the function related to the risk area.

5.8 i 3 Afa fasT / Strategy and Policy Deployment

SIEH 3TER &I WEITd AR AT G 3R Ted ga ), 38 IRIGATSTT S g
sgH 31fe gsmaeherar & fov ag-sfAfeaa Sif@ar ar aRfed ET Jar 9ge F
HATIREAT QAT & v Aif [dera Gaelr 3maeaerare @@ 1 Seat|

Once strategy and policy for risk treatment is developed and accepted, the same is required

to be deployed. This will address newly identified risks or revised strategy and policy
deployment for already identified risks for increased effectiveness.

5.9 fARrE 31T gHem / Monitoring and Review

WA 3R A fae & dgd, dfhar & ol geee i gaie g Shi@d gsirasiiedr,
AT, [Ahardie 3R Awerdr S IRATTIAT &r 3afers 9 & 92T HaT|

As part of strategy and policy deployment, the process owner will periodically present
parameters for risk effectiveness, measurement, failures and success for review by
Management.

5.10 3RTH Hihar 3R Foll °TE HefesaTsh-T A ST T ¢

The RM process and flow charts are given at Annexure-A.
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6.0 INTAA Y= (3RTH) FT 3MAST / Organization for Risk Management (RM)

6.1 ST T A W H 9 FIAC 81 3T Jioel oh el T THW HRIGRT &, JaaTaa 3R
aE-ISIE g1 FiAd/THey SEAT & HAREA, SIEH IHT 3R & Hrileads
3nfe dr wFEqET gfshar g X Fehdll 81 SglEd, Ie / Tadig-faise sif@sat &
AR, 0 FoF SN gAAT W S FHT T F FHell I Fomfad v R Hrafike
TR W T g [ gaRT 538 fAdest i Tavgerd §1 $8 41 # @ U, @A
TS Tgell & &l qait o ToIT il &1 18 HIRIVUTE T HTEOT il gra-

BEL has 9 Units located across the country. These Units have their respective core
business areas/SBUs, infrastructure and neighbourhood. These Units/SBUs can address
the entire process of identification of risks, implementation of risk mitigation measures
etc. However, in addition to the Unit/SBU-specific risks there will always be some risks
which may affect the Company as a whole, and these need to be addressed in a

centralized manner at the Corporate level. In view of this, the methodology given below
will be followed for the two categories of RM initiatives:

o degldhd SIWH YaUT ggel/Centralized RM initiatives
o Yfoic/uHeEy-fafdrse SifE#H JeeeT 9gor / Unit/SBU-specific RM initiatives

6.2 SNTEH TatieT & HITSeIcHE FIaeT HeJereaTar-at 3 &1 1S ¢
The organization structure for RM is given at Annexure-B.

7.0 Flle Af@F yaua afRfa (F@mread)
Corporate Risk Management Committee (CRMC)

7.1 SURE HATerd H WHRTA ATATT T 3RS 37 ferw graf-

The role of CRM Committee at Corporate Office will be to:

a. HUAT F TAT TT § FATR R U SNAA & &A1 I JMARFAT AR g Fa
Identify and update areas of risks covering the Company as a whole.

b. &UelT F SNTEH JaeT T TaATT AT T HTeholeT HaAT|
Assess the current status of RM in the Company.

c. QA g o 3R Fuvyor 1 gfshar [Aesfaa s

Develop a process for risk documentation and communication
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. JIRTAHT / FIRTHAT & 37erar IR FHaRe garT RUIE 6T 710 STGAT 6T 3rgar
HTAT|

Qualify the risks reported by URMCs/Other than URMCs and Corporate

. JfaREaa fEaT & fow gearas sart S Rwmier Her|

Recommend mitigation measures for the identified risks.

. ST 3UTAT & FrRATaTT dr FAHIRLA FHET

Recommend the implementation of these measures.

. BT 3UTAT shr TGN T FHeTehel hiaTT|

Evaluate the effectiveness of these measures.

. FSel WA / JeEeT SaRT G fohT a0 STWAT T FHbeT Hialm N IRTHET 1
T AT |

Consolidate risks referred by Board committee/s/Management and submit to RMC

. Ul TAAET & @ gaye &1 fReufar fr aafrer war|

Review RM status every quarter.

. $IRTH RUIE TR AT 3R IRTHET T T AT |

Preparation of ERM report and submission to RMC.

. TANSIIN / o] fafg#t & 3HTaR Qe ol Tl it g Hdrerd i AFaR FI&T
O gaftrd ST S FEAfa gedd e

Submit status of risks related to Cyber Security to Secretariat for submission to SEBI
as per LODR/applicable regulations.

. @A geue / RAféar & fau 3uged Fdee GaR w3 3R 3¢ SR fRgers ar
WIRTA & ITTAC F STRY AT

Formulate suitable templates for risk management/reporting and issue the same
with due approval of functional director or CRMC.

3RUAH R AeAF FAseT & HefAleT & WY SNEH A $1 3eTdeT HL=, I

3TaeTH &l
Take up Updation of Risk policy with the approval of RMC & BoD, as required.
. FHsel Y ST vaitr AT (3IRuAH) gany [AEfd IS 3eg w1 / aifafaf® s

Carry out any other function/activity as directed by Risk Management Committee
(RMC) of the Board.
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S HIARCT SNTEH JatieT ATATT (HHRTHATT) & 3ETET Pl TR ASTIGUS U o1 T oTgf g1 |
TS FAG-GAT T HAAhT, [0 Jsf=r, T, 3. g f4., A4, 9o v fad va
e S FARE AR TwERy / gfae / 3R U 9 FaT & agd & @l v skl aEt @
HBRTAAT & 3T TGEAl I ATTHT I IHRTAAT & LT HAgYadsh TR / F&fed
Frie FfTe 817 & 9@ giet| AfAf et wrif e & fow sifaftea wewat / ar s
AAT=AT (Faer [AfRISe gger & TAT) 1 Fgaer o™r S Forar 1

Chairperson of the Corporate Risk Management Committee (CRMC) shall be an executive
not below the rank of General Manager. The Management from time to time will nhominate
the other members of the CRMC drawn from all major functional areas under Corporate &
SBUs/Units/ R&D centres like Technology, Strategic Planning, Quality, R&D, HR,
Marketing, Finance and Operations. The members of the CRMC shall be of General Manager
Rank /Head of the respective corporate functional area. The Committee may co-opt
additional members / or external experts (only for specific initiatives) to carry out its
functions.

8.0 vuwdry / gfAet / Warue/NE3mSHY/ 35 37 U3 f Far / FHT Far u (Heash)
# fR# yeue fAfaAr
Risk Management Committees at SBUs/Units/CRLs/PDIC/other R&D
centres/Central Services Groups (CSG)

8.1 3RUAHT GaART JAT ITAIEA Tedeh THAG e / HHRT/ME3MSHT, dvwsh 3nfe &
e @1 sfE# gaeeT afafa (T moeadr) grel |
Each SBU/Unit/ CRL /PDIC, CSG etc; as approved by RMC shall have a Unit Risk
Management Committee (URMC).

S ATAT & AT geteh foIT gref-
The role of this Committee is to:
a. THEY/I(Ac/dBRT/MEMSH/3R TS & &g 3nfe fafise aifga aEr &
HfARRTAT U9 3T TT FAT|
Identify and update SBU/Unit/CRL/PDIC/R&D centre, etc; specific areas of risks.
b. THAY/fAT/MIRT/MENEHN/IR TS 3 g 3nfe 7 @A gaweT v =re] Fufa
1 TR Far|
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Assess the current status of RM in the SBU/Unit/CRL/PDIC/R&D centre, etc.

c. fARETa @A & fow genas 3urat Hr {erier &)

Recommend mitigation measures for the identified risks.

d. RUHeT 3UTHT T IHIC ATCT el
Seek approval of mitigation measures

e. y@ﬁ%ﬁ%mﬂmwm

Implementation of approved mitigation measures.

f. S UL hl TRl T HedTehel HaT|
Evaluate the effectiveness of these measures.

g. S A & INTQH yaeT Hr At $Hr gehetr Far|

Review RM status every quarter.

h. 9 fAaE & ANfEH ey 1 AUfa & IR & W3RTaET i RAE |
Report to CRMC on the status of RM every quarter.

i. P, fFIRE 3R ARE gaHT & 39T 1 9FA.TOT FIAT, Gaed SHTQAT I
Reaféar S3Rwedy/ Hsor S GIATIIT (TUT o19Y) Y FT|

Oversee the implementation, monitoring & risk mitigation measures; reporting of
the top Risks to CRMC/ Board Committee/s (as applicable).

THEY [ AT [/ HI3RT / MENEH / 3N US & ohe e & FO& GHE JIRTAA &
et glel 3R PIRUADN & FeET 1 AfAT ST S 3c9lesd, 07T, IR U I, U IR,
fqqurer, et quT 31w, T oe] S Fef v wriRiier &3t & v g

The respective Head of SBU/Unit/CRL/PDIC/R&D centre, etc shall be the Chairperson of the
URMC and shall nominate the members of the URMC, who shall be the Heads of all major
functional areas like Production, Quality, R&D, HR, Marketing, Finance and others; as
applicable.
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9.0 YRIsT 39TAT & 37sJAIGsT / Approval of Mitigation Measures

9.1

9.2

9.3

HIRTALT SaRT FEJT QA A FeHAT 39T FaRke @A o (HIHRAR) &
T gTaT| HRTAAT JEAAT TRAT 3UTIT & HTY-HTY IRTCAL T 5HT / ToolT=i1g
ST s ROE | IRUAH s@hr FHleT i IR TAA U & 3ig#lee 8
HEl I ST TABIRET |

The risks and mitigation measures recommended by the CRMC shall become part of
Corporate Risk Register (CRR). CRMC would report Key/Significant Risks to RMC along

with proposed mitigation measures. RMC would review and recommend to the Board
for approval of mitigation measures.

YHRTAH SaRT HEJA SHTEH 3R GUHT 3UTF Gfele STEHA Foree (FINIAR) & 1T
glaT| FIRTH FEATAT TRIHAT YR & FIY-ATY T / Seol@eig STEAT @ Rare
HIIRUHAT T haT|

The risks and mitigation measures recommended by the URMC shall become part of
Unit Risk Register (URR). URMC would report Key/Significant Risks to CRMC along
with proposed mitigation measures.

refAfed @A gt 39l & fow fAfer smaeasmdr, afe 1S g, Fusl 7 Alser i
MFAAT & FeATASTeT & HTAR G bl ST |

The fund requirements, if any, for the approved risk mitigation measures shall be met
as per the existing financial delegation of powers in the Company.

10.0 sf@#A AfP9xr / Risk Champions

10.1 F19Re Ff@F &9 / Corporate Risk Champion

10.1.1%4Re SfEH AfFager (R Sive / HaRe g faHmeET & e @ Aol @ &

& FRUTES gl gl Toleg VISRUAHT TS & GRTeT Jatel GART ATH ThdT ST |
IRRAT & 1T 39 YhR gial-

Corporate Risk Champion (CRC) shall be an executive not below the rank of
GM/Head of a Corporate Functional Department, to be nominated by the
Management during the constitution of CRMC. The functions of CRC shall be to:
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(i) ke SHTGAT HT ggare & v dRUAA Teedh & Y Jgo1 AR FHeaT el
3R @l FART FRACHS 851 P MAT AR §U (AFhAT Tl & WA &) AA
3YTAT T JHATd AT
To engage and coordinate with CRMC members for identification of corporate risks

and suggest mitigation measures (in consultation with process owners),
encompassing all corporate functional areas.

(i) IIRTAH 31T IR FefAd SATEAT & T 3R HeT 3URT H RN F & v
HIRUAH & T GH-GT H|
Coordinate with CRMC to devise appropriate mitigation measures for the Risks
referred by URMCs etc.

(iii) Tha SITEH =GeAIT 3T & THTE FHrdicadsl & U THRTAA AR ishar
EATATIIT & AT GHAGT FY |
Co-ordinate with URMCs and Process Owner(s) for the effective implementation of

the approved risk mitigation measures.

(iv) & T 3TaeTh THST ST, IARTHA /I T TISCIhI0T HI3T |
Seek clarification from CRMC/Management wherever deemed necessary.

(v) HHRUAE/ I/ MaRasdi3t & forg, St #ff o) &1, aa-a7g W RO &)

Give periodical reports to CRMC/Management/for statutory requirements, as
applicable.

10.1.2 T aRS FRIFRT ST TSHITH & UG A AT HT Agl 8191, IT 14T fob 37ET8T TRTHAT
SaRT A o 31 §, 98 WIRTAT F1 Fex aiaa grm|

A senior executive not below the rank of AGM, or as decided by chairperson CRMC
shall be the Member Secretary of the CRMC.

10.2 gfaet 7 Af@w IfPaaer / Risk Champions at Units

10.2.1 THSIY/GfAC/3TR US 3 shg & 3R AR Trowsl @rqag%wﬁaﬁ?aﬂﬁgtr, gefad
THEIY [ AT / 3R TS 8Y hg o YHE! edRT ATTA fht Sl arel Ife shi@s dfeaes
(FIHY) I AGTISR FAX & HrAUTeleh G| FIRE & 1 FeTah [T glal-
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Depending on the size and nature of operations of the SBU/Unit/R&D centre, the Unit
Risk Champion (URC) shall be an executive at the level of AGM, to be nominated by
the respective SBU/Unit/R&D centre Head. The functions of URCs shall be to:

(i) ShEH g 3uTal & fAT Fafrd Taeg/gfac/3m Us &t &g 9Hq@/geaus1/Hsd
GAT/HASH, TUT o] & A 3eTHIG HTod LT |

Obtain approval of risk mitigation measures from the respective SBU/Unit/R&D
centre Head/Management/Board Committee/Board, as applicable.

(it) JregAfea e JRIHAT 3R & FeITdl hRileadsl & [T Fshe & Far#l (FaTadD) &

AT HHeA e hIeT|

Co-ordinate with the Process Owner(s) for the effective implementation of the
approved risk mitigation measures.

(iii) ST&T HET HTTLAF FHST AT, IIRTAAT / JfAT TE F FISEET ofeT|
Seek clarification from URMC/Unit Head wherever deemed necessary.
(iv) H3RUAH/FAse FFATT/ASH T T4T o) 3mafas R &l
Give periodical reports to CRMC/ Board Committee/s/Board, as applicable.
10.2.2 T, PIRTAH F GEET G giat |
The URC shall be the Member Secretary of the URMC.

11.0 STAA YT 9geT /| FIRIFAT Hr FHIaT

Review of Risk Management Initiatives/Programs

11.13gfa< $ ANfE yaeer afAfa ganr (Famesash)
By the Unit Risk Management Committee (URMC)

11.1.1 IHRUHH TIATET IR 9T IRUH SaRT T IS Tgeil / T T Garfet oy FHET |
S8 GHIET & GHY 37TgN, 368 Wit & HiAT, gEarar Hr TRl f&ufa 3R qurers
T FiTg S enfdrer g1t | FIRTAAT MHRTALT / IIRTHHAT / HSol & A& & wrieader
ol aTfer T Tt oft andatl|

The URMC will review the progress of the RM initiatives/programs on a quarterly
basis. The review would cover the time schedules, extent of achievement of the
objectives ,sustainability status of the proposals and feedback of stakeholders. The
URMC shall also review the progress of implementation of directions of CRMC/
RMC/Board.
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11.1.2 AATT FIRCFH GIRT Tgalet 7T MY 5 STYAT Y MAT FA §T HRTHA T TH
RaE (@, o, Rdex 3R ey @& garca faafeal & fov) sega &l
IIRCAAT e@r’T I foram a3r "o (FRcAF fAgersd ar @RmRuAdEr & 3fd
gATee & FTY) F IYANT fhaT S 81 78 RUIE JIRE eagRT WHRTHA 1 St

SITaafY|

The committee shall submit a report (for quarters ending March, June, September
and December) to CRMC covering the top 5 Risks identified by the URMC. “"Format”
issued by CRMC (with due approval of Functional Director or CRMC) to be used. This
report shall be sent by the URC to CRMC.

11.2 FRe MNf@# vyeue wfafa (Femesd) garr
By the Corporate Risk Management Committee (CRMC)

11.2.1 IRUAEA [TATET TR 9 SITEH Jated Hath Tgell / HRIKAT T T3 T Hediehe
3 FHTET LT | FIRE/ IR § gred Rl & 3muR 9¥, @ReAdr sifesAt Hr
FAETT 3T 3R 3T EAT T 3| AT AT 3UTGT & AT WIRUAHT SarT
AT STEAT T AT IRTHEAT Y & Sreaf|

The CRMC shall assess and review the progress of the RM initiatives/programs on a
quarterly basis. Based on the reports received from the URCs/CRC, CRMC shall
review & qualify the risks. Risks qualified by CRMC along with recommended
mitigation measures shall be reported to RMC.

WIRUAHT Fser FfATA/TeUa garT Gefa @A s gaferd o sycard 3R aAT
3UTAT T FHTET 3T AR o TIT IRTAAT T GEJd BT |

CRMC would also consolidate the Risks referred by Board Committee/s/Management
and submit to RMC for review and recommendation of mitigation measures.

11.2.2 HI3RUAH =Te] hoalehd SITEH ot Haell Tgell /HrAshA! (SIHRTHA TRISTH Fgd)
1 TR AT 3771 3R AT Hedihd SEH gaus Fatll ggell & HfARET v
37afTeRoT T FaTeTr ot FHIar|
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The CRMC shall also review the continuation or otherwise of the ongoing centralized
RM initiatives/programs (including ERM training) and identification and adoption of
new centralized RM initiatives.

11.3 fadere #s« g@RT / By the Board of Directors

11.3.17e2re Ao Asel 3R AT &1 g FIATIAl, FUT 9] G@RT ST ‘SNTEH et
afafa (3IRTaAH) & AegA § @A v r afa $r gaem 3R e Hem

The Board of Directors will review and monitor the status of Risk Management
through the ‘Risk Management Committee (RMC)’ constituted by the Board and other
Committees of the Board, as applicable.

SR eitrer WA Y PR s od Rrtamial i e § -

Risk Management Committee is entrusted with the following roles and
responsibilities:

ST geereT wfafa (3mesdY) 1 offer va farae-

Role and Responsibilities of the Risk Management Committee (RMC):

a. T39I &9 § $uell & SAIEH NhrEel AR SITEAT & JHE &3l I 3Meholel HlaAl
Assess the Company'’s risk profile and key areas of risks in particular

b. HUAr A ANTEH YaeId UihaT & T Uk I TATNT FAT AR FUA-cardl wal=ads]
gﬁﬁa?r HLAT
Establish a frame work for the Company’s Risk Management process and to ensure
Company-wide implementation

. AR Al foh [SEAer 3R grffientor Tuse &9 & aRenfyd § 3R Sifes gaes
AT I oI el & folT gATeq Garer 3fdfed fhu arw &

Ensure that responsibility and authorities are clearly defined and adequate resources
are assigned to implement the Risk Management Policy

d. WA cEaRdsieor 31X TR & ov ve i B s

Develop a process for risk documentation and communication
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Wmﬁ%%ﬁ%%mmﬁﬁmmﬁﬁwmwﬁ
S 3R U1 S

Examine and determine the sufficiency of the Company’s internal processes for
reporting and managing key risk areas

SIEH Jetiel YOIl T 0T, ST AR FeTaRiieldr S TEET iR Hediched i
Review and assess the quality, integrity and effectiveness of the Risk Management
System.

U & ER, AT FHaal, TIHRT AfaAr AT VH 3T O I3 & &I & 3W@a
U HUeA T WA Gl &Tadr B HATET HAT HX 3Hefoiled & v SIS v 39eil
RBwriet &

To review the risk bearing capacity of the Company taking into consideration its
reserves, insurance coverage, Government Policies or other such financial structures
and give its recommendations to Board for approval.

SNYA getiel AT (IRUAL) TAT-TAT N HeA H SATEH getrd gichaisi 3R
T3l hT FEET e, e arser FYan SfeAl & dditd enffd § AR 9 gAkead
el fo el =rel 3R AT FRIGR afafaftiar et & s 3N sare & e eyt
H oIl BT el o fou 3faa 3ury o T8 2

The Risk Management Committee (RMC) shall periodically review the risk management
processes and practices of the Company, including those related to Cyber security
Risks and ensure that the Company is taking appropriate measures to achieve prudent
balance between risk and reward in both ongoing and new business activities.

HURe SifEH gt afafd (@smuad)/dsa H g afAfddi/geed a1 w9 &
fonell 31 Ta#TeT SaRT RUIE fohy aTv ST S FoHieT el & fov, [See asax geam
SITEHAT ¥ Haftd e A & 3N AHA IUTAT hl TABIRLA LAl (TUT oA |

To review the risks reported by Corporate Risk Management Committee (CRMC)/other
Board Committees/Management or any other dept. of the Company, including those
related to cyber security risks and recommend mitigation measures (as applicable).
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j-

31 AT I NAE T & T Sl FelelT Hl Agcaqul & H JHATTGT S Tohd & AT Al
el o e T T A STel Hehd & AT o161 8 HS ol & AT faar-Taael 3R 3eTales

o §1¢ 3AT92Th JHSIT A0

To report risks which may significantly impact the operations or which may threaten
the existence of the company or wherever deemed necessary, to the Board for further
deliberation and approval.

fonell 31iaen RUIE S HiTSe/Aciehel RGIE 3MTie o Hetr H Yeltiel SaRT Heldd Heal i
THIETT heAT|

To review issues referred by Management in respect of any internal reports such as
Audit /vigilance reports etc.

Hiafte fEor 3R S gets afafafet S geraeiicdr W HeRwE @ 3R ARt
EXGIl|

Maintain _oversight and monitor the effectiveness of internal controls and risk
management activities.

SIEA gated HfAfd (3IRUAdE) & 9 A9 AeTor A & g & & fou
TR fhEt Y HTARD SABRY b IE &l Hebell | WA JaereT AT (IR
< 9T TN AT ST Hlefail, oIl AT e HellgehRi 8 Hellg 3N ST Ired e &
T 31fOIR e |

The Risk Management Committee (RMC) may have access to any internal information
necessary to fulfill its oversight role. The Risk Management Committee (RMC) shall
also have authority to obtain advice and assistance from internal or external legal,
accounting or other advisors.

ANWH geeT AT (IRTAA) FRISRT Heel & gArase 39-AfAfd &t 399 His
ot i/ s7fAer/ SFaerar | Jehdl 7

The Risk Management Committee (RMC) may form and delegate any of its
function/roles/ responsibilities to sub-committee(s) consisting of Functional Directors”.

SATEH Yt GATd (IRUALH) Hellg & ToIv {Hel 8 ATl &l 3T Hsol AT &t
HefAd T Herdll ¢ A1 AT Hsdl AfATD G-I HEidid ATHA! 9T 3Teir Hellg/AwIiet
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Yeldd &Y Hehdl &, TS 32k &l 3 3 v & AT Asd & RAwRer & gdl 8,
ot b I8 3R oer Gehdr 8

The Risk Management Committee (RMC) may refer any matter to other Board
Committee/s for its advice or offer its advice/recommendations on matters referred to
it by other Board Committee/s, if required and further recommend to the Board for
decision, as it may deem fit.

Shf@H geerel AfAfd (3muss) i iR i SrAaiar § ol 3-g 7d affa
BIaT Sl oI9]_ehiefel IT €IS SRl HHI-HHY o] hleled oh HeJarolel H AUTRT i o
Tehell &1

The roles and responsibilities of the Risk Management Committee (RMC) shall include

such other items as may be prescribed by applicable law or the Board in compliance
with applicable law, from time to time.

12.0 NT@H yau=r H RA1E F:3=7 /Risk Management Reporting

12.1 Fusir # SNTEH ga9T H RAiC 39 gar i Srei-

The reporting of RM in the Company shall be as follows:

a) 3RUH Tgall TR 3MTclReh RUET FIRUAHT eaRT MIRTHAH GaRT SIRT o a7¢ " grewg”
o 3TTHR T ST (HAHRT AU AT WHRUAA & 3HeTHles )

Internal reporting on RM initiatives shall be done by the URMCs as per " Format/s”
issued by CRMC (with the approval of functional director or CRMC)

b) sTedl RUIféar & faT Faer WIRTALAT &) 3maTs Rl 31 TR FH3m|

Only CRMC shall prepare necessary reports, etc for external reporting.

C) IIRTHAY garT aredr Naiféer, IfE srraeaes g, MIRTAH & WA & & Fread|

External reporting by URMC, if required, shall be done in consultation with the
CRMC.

d) TIRUAH gfee 7 SNTEH gaer $Hr [Fafd W gcden AT T3ImuaAd o RO 3
URMC shall report to CRMC every quarter on the status of RM in the Unit.
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e) HIRTAHT fACUH HST GaRT gl SIS TR FIATT (3TRUAE) &Y g o A &
T IR AT INARISATHR RAE TN | "HRISRT Aeehl” e@rT fafad segafed
RRTAAT S RUE 915 S N vaes fafa (3RuaT) & FeT 1@ S|

CRMC shall report to the Board level committee (RMC) appointed by the Board of
Directors, once in every six months or as would be required. CRMC's report duly
approved by the “Functional Directors” will be placed before the Risk Management
Committee of the Board (RMC).

13.0 SNT@A Ya4« FT FA=a9 /Implementation of Risk Management

13.1 SITEH YeereT JUTTell IARe 0TI TUT TeTelellcH 36aldl & HIY Tehlehel Ud WA
BIaM 3R TS H HeT HhA=IRGT / T o AT HHI STereiicd GaNT HATT=dd giaf|
SITEH Fatre HUTRT FFAT 7 Ueh GUeh 1l & & # o glnd AHAY HRITRT IeHid &
3197 & &Y & fAsurfea &hr S|

RM System shall be integrated and aligned with the corporate strategy and
operational objectives and will be implemented by suitable interaction with concerned
employees/staff in the organization. RM shall be undertaken as a part of normal
business practice and not as a separate task at set times.

sAle- Hso T HIATT T ASIT IR SETR—Acd WIfhe 916 SaRT a2MT 9T g
Note: Roles and Responsibilities of the Board Level Committee are indicated by underlined
Text.
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WU [ Annexure A

@A gatrer yfhar &t yarg arc
Risk Management Process Flow Chart
1.0 fae-faflrse A&+ yatrer 9ger / Unit-specific Risk Management Initiatives

1.1 3mpfa 1 & fe=r a7 yarg °1e Jfae Tl @At & fow gfshar garg gl g |

The flow chart at Figure 1 gives the process flow for Unit level risks.

1.2 fIHTT/THRT/ AR U 3 ohg 311S H ST HoAoX(TH)/TIotare Hodo(TH) SNTEHAT ST qgaret
A & R ABRTALT (FRTcAS e a1 MHRTAA & HeJAlGsT & A1) GaRT ST
fFT 0 "I F 3% GOl A &1 3 Wl SNTEHET S wHy/gfAe/3mR us &
e /ZINTHAT TR R TR fham S1dr § 3R FR & Iihar FTare ggd TR & S
A & 18T ST T FI=Ir &7 AT &

Line Manager(s)/Project Manager(s) in a department/ division/R&D centre,etc identify
the risks and capture the same in"Formats” issued by CRMC (with the approval of
functional director or CRMC). All these risks are consolidated at SBU/Unit/R&D
centre/URMC level and the Process Owner (s) of the function does first level scrutiny
where the risk is reported.

1.3 38 ATARFd SNTEHAT 1 TeheA TAT & FY-AY ol SATEHA ATFoT (FIREY) ganT
Hodiehel T ST SHTEAT H Fie-AfIse 3ryar 3egd &R & &7 & AT
ERIRCIGIE

Risks are further evaluated by the Unit Risk Champion (URC) along with Process
Owner(s). Risks are identified as Unit-specific or Enterprise level.

1.4 GIMHT 3R AT T ST Jetieh/TRATSTAT Yaitleh ganT fGU 1w SAfQH & fdavor &
AT X &, 3N 3T FHeT AR Iegas & e g SifeH v |
(FIRTHAT) Y GEIT fohar SITam &, S 3meT FHAeT acr ¢ 3R afe 3maeges g ar 3a4
TR SR T 3TeTcAeT T & N 3TN HA 3UTIT T FTa &l &
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URC and Process Owner(s) review the details of the Risk given by the Line
Manager(s)/ Project Manager(s), and after due review and updation is put up to Unit
Risk Management Committee (URMC);which further reviews and updates the
information contained therein, if required and suggests recommended mitigation
measures.

1.5 o1 SNT@AT & {0 3RITAT AHT 3UTT JHRTHHAT HEGeT T 3eTAle AT & e &,

3eg E¥eT @RI AT fhar Smuam| foe shif@dr & fov gearfad o@e 3ur
LIRUAH-31EF8T 1 Al HAT § W &, 306 IaEe/HSA HRAI/HSS (IUT AH))
FHET 3eTAIC o T SiE#H FarHT eaRT F&dd fohar Sirar g

Risks for which recommended mitigation measures are within the approval limit of
URMC Chairperson will be approved by the chairperson. Risks for which the proposed
mitigation measures are beyond the approval limit of URMC- chairperson, are put-up to
the management/Board Committee/Board (as applicable), by the Risk Owner for
approval.

1.6 gfAe-Rafse & w0 # 3#fARFAa @A i Sraery gfkar sars i gef, 3 gme

gfohdT TaTHT FT 3Te 3ARGIAcd & fAdged # AT S| T d<E, 36TH TR
AT Sf@AT $r i oAy ufshar FareT &1 gl 3 I3 dRmeaEd &
THTT H Giohar TarAT 1 3T fAFAGY & fAdest # Fgaer wen| IR & gAdT 4
SfshaT TATHAT TTANET AHT SUTAT S ST HIM 3R WHRTHAT ot AT oy R |

Risks identified as Unit-specific will be the responsibility of the Process Owner(s), and
the URC will support the Process Owner(s) in discharging his responsibility. Similarly,
risks identified as Enterprise level will also be the responsibility of the Process Owner(s)
and the URC in coordination with CRMC will support the Process Owner(s) in
discharging his responsibility. Process Owner with support from URC shall implement
the approved mitigation measures and report the status to CRMC.

1.7 3o AH #, PIRAAT fafrse SfE#At 1 g7 e & v v aJfAfa aisd s &

{0t o Fencll §1 T8 ATHE H dishar Far 3R FfATT IR & a1y e 3|

In certain cases, the URMC may decide to constitute a Committee to address specific
risks. In such cases the Process Owner and the Committee will work with the URC.
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1.8 9fsham TaTaT R PIRET A0 & AR 3t 3eT ThfAd #¥dT| Ig FRFRT fAeers
T WRUAN & 3RT IgAe & Ay WAIRTAD @R SR fhe 7w "grea” &, fqaAmey
THNET o fIT JIRUAHT S TE&Jd foham Seam|

Process Owner(s) and URC will collect periodic data, as decided. This will be presented
to the URMC for quarterly review,using” Format” issued by CRMC with due approval of
Functional director or CRMC.

1.9 ZIRTAH @RI HAREAT 9HG I (HET/od @1 SifE#) Siifa, AR a#er &
STe, MIRTAAT GaRT TR "I (FrRT Hereh a1 WRCAH & HeJAlesT & ) H
[ & gikar AR RAiféer & v sale Sifed g afafa (@3mead) & gRa
ferarm Siree|

Top five (key/significant risks) risks identified by URMC, after quarterly review will be
reported to the Corporate Risk Management Committee (CRMC) using “Format” issued
by CRMC (with the approval of functional director or CRMC);for further processing and
reporting.

2.0 F19Rke TadT A& yaes 9ga / Corporate Level Risk Management Initiatives

2.1 3npfa-2 A &2 7/ wAGe e ke Tl SITEAT & foIvw Iishar &1 a JaTeT il
gl

The flow chart at Figure 2 gives the process flow for Corporate level risks.

2.2 FART TR H, THAY/IfAe/3N U5 3 Fg/IIRTAL garr RAE fFu e Sfes qur
HART FEATET 7 YshdA TATAT (FaTfAAT) garT Rare v a1 Sifas dRmer g $r
SITUal| Ul H 31T Yateh, S g JIRTAAT & 19T F6l ¢, 7 IRTAHAT S i@
Rare forar ST Terdr g1 38 E3MREAT ganrT d#fhd foram Steen 3R gshd o (Farfasr)

g HI3REHY GaRT SHehT FHIET hr STl |

At the Corporate level, Risks reported by SBUs/Units/R&D centres/URMCs and those
reported by Process Owner(s) at Corporate Office and the CRC will be reviewed. Other
Managers in the Company, who are not part of any of the URMC, can also report the
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risks to CRMC. These will be consolidated by the CRC and will be reviewed by the
Process Owner(s) and the CRC.

goT SITQAT T FART & dle, T8 WIRCAH H JE&Jd har STean S 3w Shi@s? $Hr
GHETT I AR 3¢ AT FATTT | HHRTHAT SaRT AT @A Fwrafe ANf@H e
(H3RBR) 1 BEAT g7 S0am| ERRTAAT FareT 3k [wier & v 3meadr i
THUE/HEAYOT SITEHAT T RUIE | IRTAHT GaRT BN 3R Hel GanT 3HeJAle &
dTg, ST@H & Y & 3UR W AT Jfae-Afkrse a1 3ea# T 91, gfshar & wared 3k
IR A7 THAY/GAC/IR TS 3 g 1S G@NT SR & v qde 3urg fahw
S|

After review of these Risks, the same will be put up to the CRMC which would further
review and qualify the Risks. Risks Qualified by CRMC shall become part of Corporate
Risk Register (CRR). CRMC will report key/significant Risks to RMC for review and
recommendation. After recommendation by RMC and approval by Board, the mitigation
measures will be taken up for implementation by the Process Owner(s) and CRC or

SBU/Unit/R&D centre, etc depending on the type of the risk, i.e., Unit-specific or
Enterprise level.
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T/ gfe/ AR S 81 Fg T A @ yaerT 9fsHan F1 yarE 91

Flow Chart of Risk Management Process at SBU/Unit/R&D centre Level

gHTaT/fIHTeT /

AR TS S Hhg
Division /
Dept/R&D

centre

ST HoloR/IRAST=T
eeh/3TT aereht
canT ifAREAT
Identification
by Line Mgrs/Project
managers/others

3m$fa 1/ Figure 1

THEY/Gfe/3TR
U3 3 &g A T

Consolidation at

FTohaT TITHT GaRT 3fiehelet

Evaluation by respective
Risk Champion & Process
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SBU/ Units/R&D Owner (s)
centres
FIRTHAT / URMC
YA/HSS, JAT AT & HeJAlCA &
fou eme 3uat & wefer R
gfshaT Ta#HT garT aEdfd
o T Review & recommend mi‘Figation
measures for approval of Chairperson
BICCIGE URMC/  Management/ Board, as
First level scrutiny applicable.
by Process
Owners (s)
NG A 3T T FATeaTeT
Implementation of Risk Mitigation
Measures
JIRTAHT garT fIATET Falre

Quarterly review by URMC

}

IRCALH T qde (79 /
Seal@ard) 5 SNTQAT T 373voT

Forwarding top(key/significant) 5
risks to CRMC




A getra Uinar F1 FAceil 9 suie |
Flow Chart of Risk Management Process Corporate Level

Ty / JfAC / IR TS P —— “YIRTHAE & 3elrar”
aﬁ/?"wm“ﬁs"ia“ Process Owner(s) at CO Slierd

Risks from SBUs/ Risks from “Other than
Units/R&D centres/URMCs URMCs"”

AT SaRT HHbA
Consolidation by CRMC

FARE 7 TR 3R 9shA FaTHY garr RUie & 718 FATHT QAT $Hr g

Review of consolidated risks reported by CRC and Process Owner(s) at Corporate

HTARe S gaus afAfa garT g
Review by Corporate Risk Management Committee (CRMC)

WIRTHA GaRT ARTALT 1 378 arfies Rafear
Half yearly reporting to RMC by CRMC

l

‘ forceres Hser garT arfies FaT ‘

Half yearly review by BoD

3m$fa 2 / Figure 2
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3fefeldeish dt / Annexure B

MNTRH yauT & AT FISATcHS FIGT
Organisation Structure for Risk Management

fagers Az (s
Board of Directors (BoD)

Sifea geya @fafa
~1 (3RTHAY) / e #eel [
Risk Management

Committee (RMC) /
Board Committee/s

l

Faie ANRH gauaT afafa (@Rmuad)

Corporate Risk Management Committee
(CRMC)

el ShT@H gaereT AfAfT (F3mRead)
Unit Risk Management Committee
(URMC)
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Fraie @ AT (HRmRE)
Corporate Risk Champion (CRC)

Ffere TR AT (dhame)
Unit Risk Champions (URC)




